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[요약문]

대규모 병원에서는 수만개의 커넥티드 디바이스 들이 있다. Irdeto의 보고서에서는 작년 한 해 동안 사이버 공격을 당한 의료 기관의 IoT 장치가 전체의 82%에 달한다

고 보고한다. 실제로 최근 Ryuk, Phobos, Sodinokibi 등 랜섬웨어로 인한 의료기관의 피해가 속출하고 있으며, 특히 보안 시스템을 우회하며 보안에 취약한 의료기기를 

장악해 Backdoor, Botnet 등을 구축하며 병원 네트워크 깊은 곳까지 침투하는 등 공격도 계속 진화되고 지능화되고 있다. 원격의료, 정밀의료 등 의료서비스가 확대되면

서 의료사물인터넷 (IoMT: Internet of Medical Thing)환경에서는 더욱 다양하고 복잡한 보안 위협이 존재할 것으로 예상된다.

본 강연에서는 의료사물인터넷 환경의 특징을 분석하고, 이에 따른 보안 위협, 국내외 기술 현황/수준, 관련 원천기술 및 이슈를 소개한다.  
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