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Momentum Technologies : SPACE - Electrification
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Momentum Technologies : SPACE - Electrification
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Momentum Technologies : SPACE - Electrification
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Momentum Technologies : SPACE - Connectivity
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Momentum Technologies : SPACE - Connectivity
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Momentum Technologies : SPACE - Connectivity
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Momentum Technologies : SPACE - Connectivity
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Momentum Technologies : SPACE — Autonomous Driving
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Momentum Technologies : SPACE — Service Platform
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Momentum Technologies : SPACE — CyberSecurity
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Momentum Technologies : SPACE — CyberSecurity
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In-Vehicle Security : Layered Approach
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S1. Secure External Communication — Security Threats
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S1. Secure External Communication — Security Adoptions
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S1. Secure External Communication — Security Standards
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S1. Secure External Communication — V2G : PnC(Plug&Charge, 1SO15118)
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S1. Secure External Communication — V2D : CCC Digital Key
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S1. Secure External Communication — V2N : 3GPP Security
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S1. Secure External Communication — V2V/V2I1/V2P : IEEE1609.2
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S2. Secure Gateway - “Solutions for Cybersecurity” (Vector, 2019.04)
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S2. Secure Gateway — Detects malicious traffic
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S2. Secure Gateway — Controls traffic flow
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S2. Secure Gateway — Anomaly Detection (with Machine Learning)
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S2. Secure Gateway — Anomaly Detection (with Machine Learning)
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S2. Secure Gateway — Data Security & Privacy Preserving
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S2. Secure Gateway — “Defense-in-Depth”
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$3. Secure Internal Communication — Key Management
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S4. Secure Platform - Secure Boot & Remote Attestation
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S4. Secure Platform — Secure Update
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Security Management
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Security Management — "Adaptive Security Architecture” (Gartner)
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Autonomous Trasport

AEFAEA 2ot AtE2EHe 2ot

Sl FEE-4 FUTL R By B L LD Loy ]

AUTOCRYPT,

et

- 200 -



CyberSecurity for Maritime
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Secure Communication and Authentication Infrastructure
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