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Abstract—Network traffic volume prediction systems require
data inputs that extend beyond conventional network perfor-
mance metrics. This paper presents a YANG data model for
capturing and managing network-external events (NEEs)—events
sourced from systems external to the network infrastructure
that significantly influence traffic patterns. The proposed model
defines a structured schema for representing NEEs, enabling their
seamless integration as input data into traffic prediction and
analysis frameworks, thereby enhancing the contextual basis for
forecasting.

Index Terms—Network traffic volume prediction, network-
external events, YANG, data schema, streaming telemetry

I. INTRODUCTION

Traditional network traffic volume prediction (NTVP) ap-
proaches primarily rely on network-internal performance met-
rics such as link utilization, flow counts, and latency mea-
surements [1], [2]. While effective for short-term forecasting,
these methods fail to capture the broader context provided
by network-external events (NEEs), defined as events sourced
from systems external to the network infrastructure (e.g., user-
scheduled data backups, large-scale software updates, environ-
mental sensor readings, and social media–driven activities) [3].
Recent studies have demonstrated that incorporating contex-
tual information, including public event schedules and online
activity trends, can enhance prediction accuracy and adaptabil-
ity [4]–[6]. However, such approaches often employ ad hoc
data handling, vendor-specific formats, and non-standardized
structures, which hinder scalability and interoperability.

To address these limitations, this paper proposes a YANG-
based data schema for representing diverse NEEs in a
structured and extensible manner. The schema is designed
to support established network management protocols—such
as NETCONF, RESTCONF, and gNMI—thereby promoting
cross-vendor interoperability. The model enables the consistent
collection, classification, and management of NEE data for
use as input to network traffic prediction or analysis frame-
works. Fig. 1 illustrates the architecture of an NEE–driven
NTVP system for transport networks. In this architecture,
the proposed YANG schema defines the structure for NEE
representation, while an information server aggregates events
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Fig. 1. Architecture of an NEE-driven NTVP system

from heterogeneous sources. A T-SDN controller retrieves
structured NEE data over gNMI using the Capabilities, Get,
Set, and Subscribe RPCs. In particular, the Subscribe RPC
supports streaming telemetry for real-time updates, delivering
NEEs as atomic, ordered updates.

This work’s primary contribution is a YANG-based schema
that formalizes the representation of NEEs in a structured and
extensible manner.

II. MODEL DESIGN

A. Reference Model and Design Rationale

The proposed YANG model draws architectural inspira-
tion from the openconfig-messages.yang model [7],
which standardizes message handling for system-generated log
messages. While openconfig-messages.yang focuses
on internal syslog events, our model targets NEEs that in-
fluence network traffic patterns. Both models adopt similar
design patterns—configuration containers for filtering, state
containers for operational data, and atomic telemetry exten-
sions—however, the proposed model extends these concepts
to accommodate heterogeneous data sourced from systems
external to the network infrastructure.

B. Model Structure

The proposed model adopts a hierarchical structure
grounded in three core YANG constructs: identity defini-
tions, typedef specifications, and grouping abstractions.

As shown in Listing 1, the model first defines event source
types and event criticality levels. The event-message-source-
type identity serves as the foundation for extensible source
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classification, enabling vendors and operators to introduce
custom source types without modifying the core module. This
design facilitates integration of emerging data sources—such
as IoT sensors and AI-driven analytics—into traffic prediction
and analysis workflows.

The event-message-criticality typedef defines a four-level
severity scale—ALERT, WARNING, NOTICE, and INFOR-
MATIONAL—inspired by RFC 3164; we adopt a condensed
four-level operational scale for simplicity. Each level is as-
signed an explicit numeric value (0–3) to ensure consistent
priority ordering across implementations, thereby enabling
automated filtering and prioritization of event messages based
on operational significance.

identity event-message-source-type {
description
"Base identity for event message sources.
Identities within this base identity are
to be augmented by vendors.";

}
typedef event-message-criticality {
type enumeration {
enum ALERT {
value 0;
description
"Alert: action must be taken immediately (0)";

}
enum WARNING {
value 1;
description
"Warning: warning conditions (1)";

}
enum NOTICE {
value 2;
description
"Notice: normal but significant condition (2)";

}
enum INFORMATIONAL {
value 3;
description
"Informational: informational data (3)";

}
}

}

Listing 1. Definitions of event source type and criticality.

The overall schema is organized into three primary
groupings, as illustrated in Listing 2. The first, event-
message-state, defines operational data structures for NEEs.
Within this grouping, the event-message container spec-
ifies five attributes: (i) msg, a flexible string payload that
conveys NEE information in natural language form, enabling
rich contextual descriptions such as scheduled service changes,
sensor observations, and social media–derived insights; (ii)
priority, the severity level as defined by event-message-
criticality; (iii) source-name, a human-readable identifier for
the originating system or service (e.g., “SeismicSensor-01”,
“TwitterTrendAPI”); (iv) source-type, an identityref to
the base event-message-source-type identity that classifies
the event source; and (v) timestamp, the creation time of
the event message. This grouping applies the OpenConfig
telemetry-atomic extension, ensuring that all elements
of a data update are transmitted as an indivisible unit, which
in practice avoids partial states and clarifies per-source update
ordering.

The second grouping, event-message-config, defines con-
figuration parameters, most notably the criticality threshold

specifying the minimum severity level required for event
transmission.

The third grouping, network-external-data, serves as the
top-level container that integrates both configuration and
state. The config container enables dynamic adjustment
of the criticality threshold, whereas the state container
provides read-only access to current settings and the latest
event message. This organization preserves a strict separation
between configuration and operational data, in accordance with
OpenConfig design principles.

grouping event-message-state:
+--ro event-message

+--ro msg? string
+--ro priority? event-message-criticality
+--ro source-name? string
+--ro source-type? identityref
+--ro timestamp? yang:date-and-time

grouping event-message-config:
+-- criticality? event-message-criticality

grouping network-external-data:
+-- config
| +-- criticality? event-message-criticality
+--ro state

+--ro criticality? event-message-criticality
+--ro event-message

+--ro msg? string
+--ro priority? event-message-criticality
+--ro source-name? string
+--ro source-type? identityref
+--ro timestamp? yang:date-and-time

Listing 2. Schema tree of groupings.

III. CONCLUSION

This paper introduced a YANG-based data model for rep-
resenting NEEs that may affect network traffic patterns. By
formalizing the structure of NEEs as a YANG-based schema,
the model provides a consistent and interoperable input source
for context-aware traffic prediction and analysis systems.
Future work will focus on three directions: (i) developing
machine learning algorithms optimized for the model’s data
structures; (ii) conducting performance evaluations to quantify
its impact on prediction accuracy and interoperability; and (iii)
exploring mechanisms for real-time correlation between NEEs
and network performance.
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