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Abstract—As DRAM density scales, multi-bit and burst errors
increasingly threaten system reliability. Prior work introduced
single-chip erasure decoding using Reed—Solomon (RS) codes, but
it was limited to full-chip erasure and lacked quantitative failure
analysis. In this paper, we extend this approach to partial-chip
erasure, where only a subset of symbols within a chip is treated
as erasures. Using RS(40,32), our simulations show that partial-
chip erasure reduces decoding failure probability by up to 70%
compared to the full-chip method. We further propose a chip-
localized post-decoding filter to eliminate miscorrections and a
parallel decoding framework that applies the scheme selectively
to high-weight error patterns. Together, these methods lower
failure probability and improve design flexibility under the same
redundancy budget.

Index Terms—Error correction codes (ECC), DRAM reliabil-
ity, Reed—Solomon codes, Chipkill correction, Single-chip erasure
decoding

I. INTRODUCTION

The reliability of main memory has become a critical factor
for overall system stability in modern computing environ-
ments [2]-[5]. In particular, DRAM errors are a major source
of system failures and data corruption [2], [6]. Early DRAM
errors were mainly single-bit faults caused by manufacturing
defects or cell failures [7]-[9], which were effectively handled
by single error correction (SEC) [10] or single error correction
and double error detection (SEC-DED) [11], widely adopted
in memory systems [12].

However, as DRAM scales, inter-cell interference and re-
duced charge storage intensify [13]-[17], leading to frequent
multi-bit upsets (MBUs) and burst errors [18]. To address
these challenges, rank-level ECC (RL-ECC) was introduced,
leveraging additional DRAM chips at the rank level to cor-
rect multi-bit and burst errors. With proper design, RL-
ECC can even achieve Chipkill-correction, tolerating all er-
ror patterns in a single chip [19]. Various techniques for
achieving Chipkill-correction have been proposed [19]-[22],
among which Reed-Solomon (RS) code-based RL-ECC has
been widely adopted [23], [24]. However, such schemes typ-
ically require about twice the redundancy to correct a single-
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chip failure, motivating further research into more efficient
alternatives.

A prior work [1] proposed burst erasure decoding that ex-
ploits the error-and-erasure correction capability of RS codes
to tolerate a single-chip failure. However, it only considered
the case where all symbols in a chip are erased (hereafter re-
ferred to as full-chip erasure) and did not provide a quantitative
analysis of decoding failure probability.

This paper addresses these limitations by extending single-
chip erasure decoding to partial-chip erasure, where only a
subset of symbols in a chip are erased. We analyze how
the erasure size affects correction capability and decoding
failure probability. Compared to full-chip erasure, partial-chip
erasure offers lower failure probability while maintaining the
same redundancy, thereby providing greater design flexibility.
Furthermore, to mitigate miscorrections under incorrect chip
assumptions, we propose a chip-localized post-decoding filter.
In addition, we design a parallel decoding framework that
applies the scheme selectively to high-weight error patterns,
thereby improving overall decoding efficiency.

The remainder of this paper is organized as follows. Sec-
tion II reviews the background, including DRAM organization,
Reed-Solomon codes, Bamboo ECC, and single-chip erasure
decoding. Section III describes the proposed partial-chip era-
sure method with the system model and erasure policies.
Section IV presents the simulation setup with RS(40,32)
and evaluates the failure probability under different erasure
sizes. Section V discusses the causes of decoding failures
and corresponding mitigation strategies. Finally, Section VI
concludes the paper and outlines future work.

II. PRELIMINARIES
A. DRAM Organization

DRAM is a volatile memory widely used as the main
memory in computer and server systems, with performance
and capacity continuously improving alongside standard evo-
lution [25], [26]. A DRAM chip communicates through mul-
tiple input/output (I/O) pins, where an XN configuration
denotes NN parallel data pins (DQs). For example, an x4
chip transfers data over 4 DQs, while an x8 chip uses 8
DQs. By combining multiple DRAM chips, a DIMM (Dual
In-line Memory Module) provides both wider data width
and higher storage capacity. DDRS5 DIMMs support a burst
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length (BL) of 16, enabling transfer of a 64-byte cache line
with a single command. Internally, this transfer is divided
into two segments, each consisting of 8 transfers, handled
by a sub-channel with 32 DQs. The DDRS5 standard further
improves reliability by adding 8 ECC-dedicated DQs per sub-
channel [26]. Thus, an ECC-DIMM provides 40 DQs per sub-
channel, which serves as the granularity for the ECC schemes
considered in this paper.

B. Basics of RS Codes

Reed—Solomon (RS) codes are non-binary cyclic codes that
operate at the symbol level and are robust against both random
and burst errors. For a symbol size of m bits, RS codes are
defined over GF(2™), with code length n = 2™ —1. An (n, k)
RS code with message length k has error correction capability

n—=k
R

guaranteeing the correction of up to ¢ symbol errors. Beyond
this limit, miscorrections may occur.

Since RS codes are a class of cyclic codes, they can
be expressed as polynomials. A generator polynomial g(z)
with ¢-symbol correction capability has degree 2t and roots
a,a?,...,a?, where o is a primitive element of GF(2™).
Decoding begins by computing syndromes from the received
polynomial r(xz) = ¢(x) + e(z). By evaluating r(z) at the
roots of g(z), the syndrome vector S = (51, Sa,...,S2) is
obtained, with each element given by

S; = r(a) = c¢(a’) + e(a) = e(at),

Because the codeword polynomial ¢(z) is a multiple of g(x),
c(a’) = 0 holds, so syndromes depend only on the error
polynomial e(x). If all S; are zero, no errors are detected; oth-
erwise, decoding continues. The error locator polynomial o ()
is then computed via the Berlekamp—Massey or Euclidean
algorithm. Error locations are found using the Chien search,
and error values are computed using the Forney algorithm to
reconstruct the original codeword.

C. Bamboo ECC

Bamboo ECC is a Chipkill-correction scheme based on
Reed—Solomon (RS) codes [24]. It maps 8 bits transmitted
along a DRAM data pin (DQ) to a single RS symbol, thereby
providing protection at both the pin and chip levels. Conven-
tional RS-based Chipkill schemes employ horizontal symbol
organization aligned with chip boundaries [23], whereas Bam-
boo ECC adopts vertical symbol organization to extend the
codeword length and enhance error detection capability.

In this work, Bamboo ECC is applied to a DDR5 ECC-
DIMM subchannel model. Specifically, we use a shortened
RS(40, 32) code tailored to 32 data DQs and 8 ECC DQs.
The 8 parity symbols provided by two redundancy chips
enable correction of up to four symbol errors or a single
chip failure. Although Bamboo ECC can also correct pin-
level errors distributed across multiple chips, an optimization
restricts the correction range to mitigate the risk of silent data
corruption (SDC).

1<i<2t. (2

D. Decoding of Erasure and Error RS Codes

The decoding procedure of RS codes described in Sec-
tion II-B determines both the locations and values of errors.
When some error locations are known in advance, the corre-
sponding symbols can be treated as erasures to enable more
efficient decoding [1], [27]. Errors have unknown locations
and values, whereas erasures have known locations, so only
the symbol values at those positions need to be recovered.

For an RS code with error correction capability ¢, decoding
remains possible in the presence of both errors and erasures
if

€
v+ 3 <t 3)

where v is the number of erroneous symbols and ¢ is the
number of erased symbols.

Let the error positions be i1, ¢9, .. ., %, and the erasure posi-
tions 4,45, ...,i.. When erasures are present, the coefficients
at the erased positions in the received polynomial r(z) are
unknown; thus, they are replaced with a fixed value (e.g., zero)
to construct a modified received polynomial r*(z). From this,
the syndrome polynomial S(z) is computed and multiplied by
the erasure locator polynomial

I'(z) = ﬁ (1 - aiix) “)

=1
which yields the modified syndrome polynomial

T(z) = I'(x)S(x) mod z* Q)

The subsequent steps follow standard RS decoding. Using the
modified syndrome T'(x), the error locator polynomial o(x)
is derived to identify error positions. The known erasures and
identified errors are then used to compute their values, thereby
reconstructing the original codeword.

E. Single-Chip Erasure Decoding

The burst erasure decoding scheme [1] extends the scope
of correctable error patterns in conventional RS decoders by
jointly considering both errors and erasures. In an RS code
with v errors and € erasures, each error requires two parity
symbols for correction, whereas each erasure requires only
one since its location is known. Accordingly, the correctability
condition is expressed as v+¢/2 < t. Leveraging this property,
when the location of a faulty chip is known, all symbols in that
chip can be treated as erasures, enabling single-chip correction
with only half as many parity symbols as required if they were
treated as errors.

In practical systems, however, the location of the faulty
chip is unknown. Thus, the decoder sequentially assumes each
chip to be faulty, treats its symbols as erasures, and attempts
decoding:

o Correct chip selection: All symbols in the actual faulty
chip are treated as erasures, and decoding succeeds since
the condition remains within the correction capability.

e Incorrect chip selection: Additional unnecessary erasures
are introduced, which may exceed the correction limit
and cause decoding to fail.
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For clarity, we label these cases as chip selection, while
subsequent discussion refers to them as chip assumptions. In
rare cases of miscorrection, both the actual faulty chip and a
wrongly assumed chip may appear to decode successfully. In
such cases, the faulty chip cannot be uniquely identified, and
the overall decoding process results in failure.

In this paper, we generalize this procedure as single-chip
erasure decoding, where each chip is sequentially assumed to
be faulty and erased. Within this framework, the conventional
burst erasure decoding corresponds to full-chip erasure, while
our work extends it to partial-chip erasure configurations.

III. PROPOSED SCHEME
A. System Model

The system considered in this paper is based on a DDR5
ECC-DIMM sub-channel configuration, where a shortened
RS(40,32) code is applied to cover a total of 40 DQs
(32 data and 8 ECC). Each DQ maps 8 consecutive bits
into one symbol, so each component of the received vector
r = (ro,...,739) belongs to GF(28).

In a x4 DDR5 ECC-DIMM configuration, a sub-channel
consists of ten x4 DRAM chips, each providing four DQ
pins. Accordingly, the symbol indices of the received vector
correspond one-to-one with the DQ pins of the sub-channel.
For the chip index j € {0,1,...,9}, the mapping is defined
as

Taj+i < DQz of Chlp j, 1€ {07 1, 2, 3}

Hence, the symbol index set of chip j is given by Z; =
{44, 45 + 1, 45 + 2, 45 + 3}.

The error correction capability of RS(40,32) is given by
t = 4. In the presence of both errors and erasures, correction is
possible if v—i—% < 4, where v and ¢ denote the number of error
symbols and erasure symbols, respectively. In this work, we
assume that errors are restricted to a single chip. Accordingly,
the error location set is given by V C Z;, v = |V, 0 < v < 4.

B. Partial- and Full-Chip Erasure Policy

We categorize the erasure policies considered in this work
into two types. The erasure set is defined as the set of global
symbol indices (0-39) in the sub-channel, obtained from a
local index subset S within chip j:

Ejs={4j+i:i€S} (6)

Here, S C {0, 1, 2,3} denotes the local indices of the erased
symbols within chip j, and € = |S] is the number of erased
symbols.

o Full-chip erasure: This corresponds to the case S =

{0,1,2, 3}, where all four symbols of a chip are erased.
In this case, Fj g = Z; and € = 4.

e Fartial-chip erasure: This corresponds to the case S C
{0,1,2,3} with S # @ and S # {0,1,2,3}, such that
only a subset of symbols in a chip are erased. In this
case, Bj g ={4j+i:ic€ S}and e =|S| € {1,2,3}.

Partial-chip erasure offers a fine-grained approach to full-
chip erasure, enabling more flexible correction strategies under
the same redundancy resources.

TABLE I
DECODING CONDITIONS BY € WHEN j # j'.

€ | Decodable region for v
1 v<3
2 v<3
3 v< 2
4 v <2

C. Application of Single-Chip Erasure Decoding

Decoding is performed using the single-chip erasure de-
coding method according to the erasure policies defined in
Section III-B. An erasure location set S is first determined
based on the selected policy. Then, each chip 5’ € {0,...,9}
is sequentially assumed to be faulty, and the corresponding
erasure set is applied:

Ejs={4j+i:i€S} (7

followed by an attempt of RS decoding.

The error location set V' denotes the indices of erroneous
symbols within the actual faulty chip j, with size v = |V| < 4.
For a chip assumption j’ with a fixed erasure set .S, the number
of erroneous symbols covered by the erasure set is defined as

co(j’,§) = VN Ej s| ®)
and the number of remaining errors is
’Uout(j/,S):’U*C(j/,S) )

Decoding succeeds if the RS error—erasure correction con-
dition is satisfied:

Uotlt(j/as)+% St; (10)

where ¢t = 4 for the RS(40, 32) code.

e Correct chip selection (j = j'): Since a single chip
contains only four symbols, |VUE}/ | < 4 always holds.
Consequently, the correction condition is automatically
satisfied, and decoding under the correct chip assumption
always succeeds.

o Incorrect chip selection (j # j'): In this case, Ej, NV =
(), which implies ¢(j’, S) = 0 and hence vout (5, S) = v.
The success condition is therefore simplified to v+¢/2 <
4. The corresponding conditions for each value of ¢ are
summarized in Table 1.

Let the set of successfully decoded chips under assumption
j' be

Aaip(8) = {7 €{0.0.,9} : vou(f,9) +5 <t} (D)

If |Achip|] = 1, the faulty chip is uniquely identified
and decoding succeeds. However, as shown in Table I, an
incorrect assumption (j # ;') may also satisfy the correction
condition, leading to successful decoding for both the correct
and incorrect chips. Even when the correction condition is
exceeded, miscorrections may still occur, causing an incorrect
assumption to be judged as valid. In either case, single-chip
erasure decoding ultimately fails.
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TABLE II
FAILURE PATTERN COUNTS AND RATIOS BY ERASURE SIZE € AND ERROR
WEIGHT v.

. Failure
e=19] Failure pattern count ratio [%]
v=1 v =2 v=3 v=4
4 4-255 (3)-255% 4,847,040 82,620 0.1239
3 4255  (3)-2552 0 1,211,760 | 0.0373
2 4255  (3)-2552  (3)-255% 73,440 1.5551
1 4255  (3)-2552  (3) - 255° 0 1.5534

IV. SIMULATION RESULTS
A. Simulation Setup

In this section, the decoding procedure described in Sec-
tion III is applied to evaluate the decoding failure probability
as a function of the number of erasures, ¢ = |S|. For each
value of e, simulations were performed across all possible
numbers of erroneous symbols v, and the results were aggre-
gated to obtain the overall decoding failure probability. The
RS(40,32) code was used, and the experiment exhaustively
evaluated all possible single-chip error patterns (256* — 1),
assuming a specific chip j to be faulty.

B. Failure Pattern Distribution

Table II summarizes the distribution of decoding failure
patterns for each number of erasures €. The failure of single-
chip erasure decoding arises when decoding also succeeds
under an incorrect chip assumption, and the causes can be
classified into two categories: (i) cases within the correction
condition, and (ii) cases beyond the correction condition,
where a miscorrection occurs. A detailed discussion of these
causes is provided in Section V.

Based on these two causes, the failure patterns for each ¢
are analyzed as follows:

e ¢ = 1: Since v + €/2 < 4 holds for all v < 3, all such
patterns lead to failure, while v = 4 does not contribute to
failure. The failure probability is approximately 1.5534%.

e ¢ = 2: All patterns with v < 3 fail, and an additional
73,440 miscorrection patterns occur at v = 4. The failure
probability is approximately 1.5551%.

e ¢ = 3: All patterns with v < 2 fail, with an additional
1,211,760 miscorrection patterns at v = 4. The failure
probability is approximately 0.0373%.

e ¢ = 4: All patterns with v < 2 fail, with an additional
4,847,040 miscorrection patterns at v = 3 and 82,620 at
v = 4. The failure probability is approximately 0.1239%.

C. Failure Probability Trends

Synthesizing the results of the decoding failure pattern
analysis for each erasure size ¢, the differences in failure
probability can be explained by two main factors. First, the
difference between (¢ = 1,2) and (¢ = 3,4) stems from the
range of error patterns that satisfy the correction condition
v+e¢/2 < t. In the former, all patterns with v < 3 fall within
this range, whereas in the latter, only patterns with v < 2 do.

Second, for € = 3 or 4, the number of patterns satisfying the
correction condition decreases, and the failure probability is
primarily determined by whether miscorrections occur beyond
this condition. In particular, when € = 3, no miscorrections
occur at v = 3, resulting in a very low failure probabil-
ity. In contrast, when € = 4, miscorrections arise even at
v = 3, slightly increasing the failure probability. In conclusion,
compared with the conventional full-chip erasure approach at
€ = 4, the proposed partial-chip erasure configuration at € = 3
offers an advantage in terms of failure probability.

V. DISCUSSION
A. Causes of Decoding Failure

In our simulations, each assumed faulty chip was regarded
as successful if the RS decoder produced a codeword, and as a
failure otherwise. Since this criterion depends only on whether
a codeword is obtained rather than its correctness, it provides
a limited assessment of decoder performance.

The analysis reveals two primary causes of decoding fail-
ures:

1) Within the correction condition (v + €/2 < t): De-
coding always succeeds even under an incorrect chip
assumption, resulting in multiple assumptions being
simultaneously classified as successful. This failure is
inherent to the correction capability of the RS code and
is therefore unavoidable.

2) Beyond the correction condition with miscorrection (v+
€/2 > t): Although the correction condition is exceeded,
certain patterns may still lead to miscorrection, causing
an incorrect chip assumption to be judged as successful.
Unlike the first case, these failures occur only in spe-
cific patterns and can potentially be eliminated through
additional detection techniques.

In the following subsections, we first address the second
cause by introducing a filtering method to remove miscor-
rections, and then present a parallel decoding framework to
mitigate the first cause.

B. Chip-localized Post-decoding Filtering

This subsection addresses the second cause of decoding
failure, miscorrection, by introducing a chip-localized post-
decoding filter. When the correct chip is assumed, all errors
and erasures are confined to the four symbols within that
chip, so the difference between the corrected codeword and
the received vector also remains limited to the same chip. In
contrast, under an incorrect chip assumption, a miscorrection
incorrectly corrects symbols outside the assumed chip, causing
the difference to extend beyond its boundary. Exploiting this
property, the filter operates as follows: if the difference is
confined within the assumed chip, the decoding result is
accepted; if it extends outside, the result is identified as a
miscorrection and discarded.

Before applying the filter, the ¢ = 3 partial-chip erasure
yielded a lower failure probability than the ¢ = 4 full-chip
erasure, due to differences in miscorrection occurrence. After
applying the filter, all miscorrections with (g,v) = (4,3),
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(4,4), and (3,4) are removed, making the total failure rates
of ¢ = 3 and € = 4 identical. However, since € = 3 provides a
larger margin under the correction condition v +£/2 < ¢, this
additional margin is advantageous for extending ECC designs
with enhanced error correction or detection capabilities.

C. Parallel Decoding Framework

While the chip-localized post-decoding filter effectively
eliminates the second cause of failure, miscorrection, it cannot
address the first cause. To mitigate this limitation, we propose
employing the single-chip erasure decoding scheme as an
auxiliary decoder within a parallel decoding architecture. In
this framework, the primary decoder handles low-weight error
patterns, and the proposed scheme is invoked only for high-
weight patterns that the primary decoder fails to resolve.
For example, when ¢ € 1,2, if error patterns with up to
three symbols are corrected by the primary decoder, the
corresponding cases associated with the first cause of failure
can be excluded from the scope of the proposed scheme. Such
parallel operation complements existing ECC architectures,
improves reliability without additional parity, and provides
practical advantages for system design.

VI. CONCLUSION

This paper proposed a partial-chip extension of single-
chip erasure decoding for DDR5 ECC-DIMM systems. The
proposed extension reduces decoding failure probability com-
pared with conventional full-chip erasure, while maintaining
the same redundancy and offering greater design flexibility.
Simulation results demonstrate that, under certain configura-
tions, the proposed scheme achieves up to a 70% reduction in
failure probability. Building on the failure analysis, we further
introduced a chip-localized post-decoding filter to prevent
miscorrections and a parallel decoding framework that applies
the scheme selectively to high-weight error patterns. Future
work will examine system conditions for effective deployment
and investigate the optimal utilization of the saved parity
symbols for enhanced correction and detection.
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