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Attack Precision Recall F1l-score
Benign 1 0.99 1
DoS slowloris 0.97 0.54 0.70
DoS slowhttptest 0.96 0.21 0.34
DoS hulk 0.95 1 0.97
DoS goldeneye 0.99 0.29 0.45
Heartbleed 0.99 1 0.99
FTP-Patator 0.88 1 0.94
SSH-Patator 0.99 0.91 0.95
Web Bruteforce 0.85 0.97 0.90
Web XSS 0.91 0.52 0.66
Web SQL 1 0.12 0.21
Infiltration 1 1 1
Botnet 0.91 0.97 0.94
Portscan 1 1 1
DDoS 1 1 1
X 2. T2 7Nt B4 A
Attack Precision Recall F1l-score
Benign 0.98 1 0.99
DoS slowloris 0.97 0.36 0.52
DoS slowhttptest 0.97 0.25 0.40
DoS hulk 0.99 0.96 0.98
DoS goldeneye 0.98 0.99 0.98
Heartbleed 0.89 0.96 0.92
FTP-Patator 0.99 1 1
SSH-Patator 1 0.51 0.67
Web Bruteforce 0.99 0.99 0.99
Web XSS 0.98 0.99 0.99
WeB SQL 0 0 0
Infiltration 1 0.29 0.44
Botnet 0.94 0.1 0.19
Portscan 0 0 0
DDoS 0 0 0
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