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요 약

SDV 기반 자율주행 차량에서는 기존 분산 ECU 중심 구조의 한계를 극복하기위해 도메인 및 존기반 E/E 아키텍처로의 전환이 요구된다. 본 논문은
네트워크대역폭과지연, 서비스지향미들웨어, OTA 업데이트요구와같은설계요인을정의하고, UNECE R155/R156 등 규제준수가아키텍처선택에
미치는 영향을 분석한다. 또한 Tesla, 기존 OEM, 중국 사례 비교를 통해 네트워크 구조와 OTA 전략이 컴퓨팅 토폴로지 형성에 미치는 차이를

도출한다. 이러한 분석 결과를 바탕으로 SDV 전환기에 있는 국내 OEM을 위한 설계 시사점을 제시한다.

Ⅰ. 서 론

최근 소프트웨어 정의 차량(SDV, Software-Defined Vehicle)과 자율주

행(AD, Autonomous Driving)의 융합은 차량 E/E 아키텍처의 근본적 재

설계 요구로 이어지고 있다 [1,2]. SAE J3016에서 정의한 자율주행 레벨

달성과 더불어, UNECE R155 (사이버보안 관리 시스템, CSMS), R156

(소프트웨어 업데이트 관리 시스템, SUMS)과 같은 국제 규제 준수를 위

해서 대규모 센서 데이터의 실시간 통합 처리, 중앙집권적연산, 지속적인

OTA (Over-The-Air) 업데이트가 필수적이다 [3,4,5]. 기존의 분산형 전

자 제어유닛 (ECU, Electronic Control Unit) 중심 아키텍처는 이러한 요

구사항을 충족하기에 구조적 한계가 있으며, 이에 따라 도메인 컨트롤러,

존(Zonal) 아키텍처, 중앙 차량 컴퓨터로의 진화가 가속화되고 있다 [2].

특히 자율주행과 SDV 환경에서는 차량내부네트워크대역폭 및지연특

성과 OTA 업데이트위한통신구조가아키텍처설계핵심제약조건으로

작용한다. 이에 따라 차량 네트워크는 CAN (Control Area Network) 중

심에서 이더넷 기반으로 전환 중이며 SOME/IP (Scalable service-

Oriented Middleware over IP)와 같은 서비스 지향 통신(SOA, Service-

Oriented Architecture) 프로토콜이 표준으로 자리 잡고 있다 [6,7]. 한편,

Tesla의 중앙 집중형 접근, 기존 OEM의 하이브리드 전환 전략, 중국의

ICV(Intelligent Connected Vehicle) 표준 주도 정책 등에서는 글로벌 기

업별, 국가별로 상이한 아키텍처 선택이 관찰되고 있다 [2,8]. 본 논문은

통신, 이더넷 차량 네트워크 및 OTA 관점에서 SDV 기반 자율주행 차량

의 E/E 아키텍처 설계 시 발생하는 주요 설계 조건을 분석하고, 글로벌

사례 비교를 통해 이러한 설계 선택의 구조적 원인을 정리한다.

Ⅱ. E/E 아키텍처 구조 변화와 네트워크 및 OTA 요구 요인

SDV-자율주행 환경 내 주요 E/E 아키텍처 변화는 차량 네트워크 토폴

로지진화이다 [2]. 기존 분산 ECU 중심구조는 CAN 기반으로설계되었

으나, L2+ 이상 자율주행을 위해서는 고해상도 카메라 (4K×30fps 이상),

LiDAR (128채널), Radar 등 다중 센서 내 발생하는 대규모 데이터를 실

시간처리해야한다 [3,6]. 이러한 요구사항은 CAN의 1Mbps 대역폭한계

를 초과하므로 이더넷 네트워크로 전환이 불가피하며 대역폭 경우도

Gigabit수준의 트래픽 처리가 가능해야 할 것이다 [9].

이더넷 네트워크도입의경우 단순대역폭확장을 넘어네트워크토폴로

지 재설계를 유도하며 이를 통한 도메인 컨트롤러/존 아키텍처로의 전환

가속화를 유도한다. 이러한 구조적 변화는 배선 하네스 길이와 중량 감소

효과 연계로 보고된다 [1]. 차량 네트워크는 이러한요구에 따라표1 과정

에 맞춰 진화되고 있다. 이더넷 기반 네트워크에서는 단순 대역폭 확장뿐

아니라, TSN (Time-Sensitive Networking) 표준을 통해 자율주행 제어

에 요구되는 실시간성을 보장하고 이를 위한 트래픽 환경 세팅을 중점적

으로 진행할 수 있다 [9].

OTA 업데이트는 UNECE R156 규정에따라차량생애주기동안지속적

으로 이루어져야 하며, 이를 위해 SOA가 주요 요소로 대두되고 있다

[5,6]. 또한 AUTOSAR Adaptive 플랫폼과 이더넷 네트워크상의 데이터

송수신 프로토콜인 SOME/IP룰 통해서 센서 데이터 스트리밍과 자율주

행 알고리즘 업데이트를 지원하는 형태로 구성할 수 있다 [7]. 이러한 네

트워크 구성과 OTA 변화는 컴퓨팅 토폴로지(도메인→존→중앙)와 밀접

하게연계되어 다수 ECU에 분산된기존구조보다소프트웨어 배포, 검증,

및 관리 측면에서 중앙 집중형 또한 도메인 통합형 컴퓨팅을 구조적으로

요구한다 [1,2].

단계 형태 특징 한계 극복 대표 사례

1 분산 ECU
(Legacy)

CAN 및 기존 차량
네트워크 프로토콜 - 기존 양산 차량

2 도메인컨트롤러 도메인별
Ethernet 도입

파워트레인
/차체 분리 BMW iX

3 존(Zonal)
아키텍처

중앙 게이트웨이
+ 존 컨트롤러

배선 30~50%
감소

Tesla HW4,
Continental

4 중앙 집중형 단일 고성능 SoC 실시간 AD 처리 Tesla FSD HW

표 1 SDV 및 자율주행 환경에서 차량 E/E 아키텍처의 진화 [2]

그림 1. SDV 기반 자율주행 차량의 데이터 파이프라인



Ⅲ. 글로벌 SDV 아키텍처 사례 비교

실제 SDV 아키텍처경우기업별, 국가별로 네트워크구조와 정책 방향에

서 뚜렷한 차이를 보이며 이를 카데고리화 하면 Tesla, 기존 OEM, 중국

과같이크게세가지로나눌수있다. 이를 기반으로하여네트웨어, 미들

웨어, OTA/보안 등의 다양한 측면에서의 아키텍처 접근 방식에 대한 비

교는 표2를 참고한다.

Tesla는 HW4이라고통칭되는하드웨어플랫폼기반의중앙차에서자체설

계 FSD SoC와 Zonal 컨트롤러를통해 Ethernet 백본을구성하고, 360도 센

서데이터를실시간융합처리하는중앙집중형아키텍처를채택하고있다. 이

러한접근은OTA업데이트빈도와자율주행학습속도개선을극대화하고있

다 [2,6]. 그러나 이는 성능 최적화에 강점이 있으나 중앙 컴퓨팅 의존도

가 높은 구조에서의 설계 절충이 함께 논의되고 있다. VW, GM 등의 전

통 OEM은 기존 CAN 자산을 유지하며 도메인 컨트롤러를 중심으로 점

진적인 Ethernet 도입을 시도하는 중이다. 이는 공급망과 양산 안정성을

보장하나, 네트워크혼재로인한지연관리및 보안 복잡도가 문제로 남는

다 [2,9].​반면 중국은 UNECE GRVA-17-27e 문서에서 명시한 2025년을

1차 목표로 ICV 표준 시스템 구축을 통해 C-V2X와 차량 내부 네트워크

를통합표준화하고있다. 이는 기업별기술최적화보다국가표준정렬을

우선하는 정책 주도적 특징을 보인다 [8].

본 세 가지 카테고리 상에서의 주요 차이점은 네트워크 설계 선택이 컴

퓨팅 토폴로지와 OTA 전략에 직접 영향을 미친다는 점이다. Tesla는 네

트워크 통합으로 중앙 컴퓨팅을, 기존 OEM은 혼재 네트워크로 하이브리

드 구조를, 중국은 표준화 네트워크로 통합 아키텍처를 선택하였다. 이는

한국 OEM이 SDV-자율주행 전환과정에서기존 CAN 기반 자산과양산

공급망제약을 유지하면서도, 자율주행과 SDV 요구사항을 충족하기위해

Ethernet 기반 고속네트워크를 병행하는하이브리드 네트워크 전략과 국

제 표준(C-V2X, AUTOSAR) 병행 전략을 고려해야 함을 시사한다.

추가로네트워크구조선택이컴퓨팅토폴로지와OTA전략을포함한E/E 아

키텍처전반을결정하는핵심요인임을확인할수있다. Tesla는 Ethernet 기

반네트워크통합을통해실시간자율주행처리와OTA운영효율을극대화하

였으나, 중앙집중구조에서의설계트레이드오프가함께논의된다. 기존OEM

은 CAN 기반자산활용을통해공급망안정성을확보하고있으나, CAN–

Ethernet 혼재 환경에서 지연 관리및 보안 복잡도가 증가하는 한계를 가

진다. 중국은 정책 주도의 ICV 표준화를 통해 차량 내/외부 네트워크 연

계성을 확보하고 있으나, 기업 단위의 아키텍처 최적화 유연성에는 제약

이존재한다. 이러한비교를바탕으로도출된주요 OEM 차원에서의시사

점은 크게 세 가지로 귀결될 수 있다. 우선 하이브리드 네트워크 전략 고

려가 필수적이라고 할 수 있다. 도메인 아키텍처를 활용하여 기존 CAN

기반 자산의 이전 기간을 유지하면서 Ethernet 기반 고속 네트워크 전환

을단계적으로가속할필요가있다. 또한 국제표준선제대응이필요한데

C-V2X 및 AUTOSAR와 같은 국제 표준을 중심으로, 중국의 GRVA 기

반표준정렬사례를참고한체계적표준대응전략이요구된다. 마지막으

로 OTA 중심 SDV 운영 체계 구축이 필수적이라고 할 수 있다. 특히

UNECE R155/R156 규제 준수와 SOME/IP 기반 서비스 지향 통신을 통

해 SDV 운영 경쟁력을 확보할 필요가 있다. 마지막으로 상기 기술된 세

가지 시사점의 경우 기존 OEM 차원의 고려인 만큼, 전기차 전환이강제

가 아닌 하나의 옵션으로 고려되면서 중요 기술인 내연기관의 적용 가능

성을 가정하고 진행해야 SDV 확장 차원에서 긍정적인 영향으로 작용할

수 있을 것이다.

Ⅳ. 결론

본 논문은 SDV-AD 환경에서 네트워크 중심의 설계 제약 사항에 대해

서 조사하고, 이를 Tesla, 기존 OEM, 중국의 대표적 SDV E/E 아키텍처

사례에 적용하여 비교 분석하였다. 향후 연구는 제시된 설계 제약 프레임

워크를 실제 차량 플랫폼에 적용하여 네트워크 지연, 대역폭 활용도,

OTA 배포 특성등을정량적으로검증하는방향으로 확장될 필요가있다.

또한 국내 OEM의 CAN–Ethernet 혼재환경과 C-V2X 연계를고려한모

델링을통해 SDV 기반자율주행 차량아키텍처의최적설계 방안을도출

하는 후속 연구가 요구된다.
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설계 관점 Tesla 기존 OEM 중국

컴퓨팅

토폴로지
중앙 HW4 컴퓨터
+ Zonal 컨트롤러 도메인 → 하이브리드 ICV 표준 내

도메인/존 통합

네트워크
통합 Gigabit
Ethernet

(고대역 AD 최적화)

CAN 자산
+ Ethernet 혼재 (장기

공존)

C-V2X 및
고속 네트워크 표준화

미들웨어 독자 FSD 스택
(비공개)

AUTOSAR Adaptive
+ SOME/IP
(표준 기반)

ICV 표준
가이드라인 준수

OTA/보안
FSD 베타
빈번 OTA
(CSMS준수)

공급망 포함
프로세스 인증

2025/2030 표준 시스템
구축 (GRVA)

정책 영향 기술 주도 공급망 호환성 표준 → 아키텍처 지배

표 2 SDV 기반 자율주행 E/E 아키텍처의 접근 방식 비교


