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Steps:
1. Forall pairs (x,z) such that 0<x<5 and 0<z<w, let
Clv,z)=A[x, 0,2] D Alx, 1,2] @ A[x.2.2] @ Alx,3,2]) @ A[x.4,2].
2. For all pairs (x, z) such that 0<x<5 and 0<z<w let
D[x,z]=C[(x—1)mod 5, z] @ C[(x+1) mod 5, (z—1) mod w].
3. Forall triples (x, y, z) such that 0<x<35, 0<y<5, and 0<z<w, let
A'[x,y.2] = Alx.»,2] @ Dlx,z].
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32 W 6 o 0 0 o 0 80000000 0 0
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