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Category Detaled Requirements
+ Use of FACE Standard Interfaces (TS, 105, CSP, etc.)
Interface & Mapping ~ » Compliance with IDL-to-Language Mapping Rules
+ Clarity of Interface Specs, Capability Definitions, and Connectivity (e.g., LCM Stateful/Connectable)
I + Alignment between UoC Capabilities and System Requlremems
Gty e + Mandatory provision of LCM (_fecycl d explict i ion of required functions
" + Documentation of interactions between External Event Inputs and LCM Lifecycle Management (when using Inject Capability)
bl e + Fulfillment of Section 3,114 or 3,13 requirements
+ Security: ARINC 653 or POSIX AP for Security Profile (Appendix A.2)
0S5 Profile Compliance  » Safety: Concurrent provision of ARINC 653 APl
+ General Purpose: POSIX APIs for GP Profile and ARINC 653 support
according to Appendix
Integation &Safety ,,,m:,m,::," | fety uring modue-to-module tegrationand repacement
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Establish Enabling Environment
- Prevention of Dependency D

o s
D Maturity Level of Migration Planning and Procedures for Proprietary/Closed Interfaces 3

Score

0 (None)

1 (Initial)

2 (Partial)

3 (Defined)

4 (Managed)

5 (Optimized)
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Detailed Requirements

No migration mechanism, documentation, or responsible entities

Mechanism exists but lacks open transition support; documentation is unclear (< 10%)

Applied to limited interfaces; transition plans documented but procedures/roles are partial (10%-30%)

Applied to most interfaces; includes defined procedures, schedules, and accountable entities (30%-60%)

Applied to almost all interfaces; strictly documented and operated under management guidelines (60%-90%)

Comprehensive application; clear verification, secured budget, and continuous improvement
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