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Metric Value

Threshold © (percentile) 99%
Consecutive window T 5

Precision 1.000

Recall 0.060

False Positive Rate (FPR) 0.000
Detection Delay (steps) 17
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