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Workload Round (s) | Total(s) | Notes

SPECK128/128 Encrypt 0.099 3.17 | 32 Rounds
SPECK128/128 Decrypt 0.084 2.70 | 32 Rounds
SPECK128/256 Encrypt 0.112 3.80 | 34 Rounds
SPECK128/256 Decrypt 0.094 3.21 | 34 Rounds
Transcipher - 6.50 | 66 Rounds
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