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=R BRdE AXA AAE SR Y S (Post-Quantum Cryptography, PQC) &< Hlal £43kt) v]=ro] =t 7]
%972 (National Institute of btandards and Technology, NIST)ol 4 #F02 AAe due|SEy} gatnl o] A
SAFEAA WG daEEs AFE vl FAsn 55 A4 141“0‘1 AEA Fast ags ok st shetnH
715 Hlaskgiet of] wht PQC AT dFad FF A Ul s A BAE dske A7 S B
I.AE 53 23gol A= FALCONO| Hdd diaAzt 8 4 lth1,23]. E&,
ka};_] E1L ;Q X4 3:1/\] O] 51017]_1 9\11\‘:]' ?—%O] OO]:X]_ _9_%_ zlx_;g] FALCON‘\% 63::5;‘ FNfDSA(FFT over NTRU-Lattice-Based Dlgltal
(quantum error correction)oll & A5S Hol= 42 ¢-(Willow)E & Signature Algorithm)2 NIST PQC #8hd o] gejtt. SPHINCS+e]
B LA E] ;AEEQJF ol % ok 0o wgsteirt[123] )W SLH-DSA(Stateless Hash-Based Digital Signature Standard)
NE0] FFEL AolEE H o] Arjs Bl 5O Ao g g A /1N FEel AspA gk A& As] flaiA Ao
=) g2} AFES o]g;ﬂ_ 0] 23)Z(Shor's Algorithm)< o] &3 4 716k oks FelE ek Qlrloll, ™ Z7|7F 2 Aol EAo|t} &
o BAS 0 A okl A0 4 A8 A0z Adea e wg © % AT ASE BT AU SHAL £ SHAKD S
a2 4125 (Grover's Algorithm) 2.2 OJEH 7|&e] s E A F7 Aol Ha, g gebulE AEZL o s 2 AW ()
o WS Aol = 7|29 §E T OEl BexBo] @ Aol v wEE SA B O whe AR AR SRR sheAel ut
EERE R w}a} 7} 27EL AAAEH T oFA s Ao scheme®] A7o] r}[4]
(Post-Quantum Cryptography, PQO)! F-#3kt Sk, # 1 ML-DSA, FALCON, SLH-DSA®| parametere] w& Security
HA) 29 2r}So] dahAtEs] REEE A3 gs} 9tk £3] w  Level(SL), A1, 719 Z7](Bytes)
O NISTO] 4% %52 th&e =7t Al g9 &z A Tast Scheme SLI =717 A | a7
A FasAY v BE 2dE fEstar olvk EHE EAA L FA ML-DSA-44 2| 2560 | 2420 | 1,312
YAds &S oA Fel2 A, = 24 PQC ¢aEls 4 ML-DSA-65 3 4,032 3,309 1,952
zo A2 AR ML-DSA-87 5 4,396 4,627 2,592
FALCON-512 1 897 666 1,281
& =S v s Ao rste] ¥ AA4d PQCE L E FALCON-1024 5| 1,793 | 1,280 | 2,305
o A¥RT, o mE ooje} &3 o Wk BAlsiuz) sth SLH-DSA-SHA2-128s ] o - 856 &1
SLH-DSA-SHAKE-128s ’
SLH-DSA-SHA2-128f
I. PQC &E3} SLH-DSA-SHAKE-128f | 5 17,088 64
PANYYEE FEE w15 NIST o4 168 129, e | SULDSASHALIRS |y g | g | g
T FF3 TRAS AHste], 2025 AE Aol F71E HQCS 28 oA -
SLH-DSA-SHA2-192f 3 I %5 664 %
ate] 5709 daFS AASAT 1 o) Fow AR dare]Fol et o SLH-DSA-SHAKE-192f ’
EE B3] el FHAR AAAME SRS Fdge] glon ¥ SLH-DSA-SHA2-256s
5 64 29,7192 128
A Round 274 289 Alstolr} B Zoj = AAo] ghad oFuw]Zo SLH-DSA-SHAKE-256s
SLH-DSA-SHA2-256f
gall, AAAEE 7] Qs AUELE BF chsiz= 5
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Bimodal Distributions AF&-3 Rejection Sampling® Hyperball
uniform distribution®] 4] sampling@}al rejetciondhs zFo]do] gtk [5]
AlMer+ £4 one-way functiondl] 3} preimage knowledge?] =4
S 7INe 2 k= A A A ow BN+ 51 Al ~glo] stEd] M)

AIM one-way function 2.2 % {9It}[6]

¥ 2 HAETAE®} AlMer®| parmeterel] ®2 Security Level(SL), A
719] 27](Bytes)

Scheme SL| &7 Lk HE7
HAETAE-120 2 992 1,474 1,408
HAETAE-180 3 1,472 2,349 2,112
HAETAE-260 5 2,080 2,948 2,152

AlMer-1 1 32 5,904 16

AlMer-1II 3 48 13,080 24
AlMer-V 5 64 25,152 32

2.2 7] #es HAYF(KEM)

n=e] 4% CRYSTALS-KYBER KEMS 3 wjzolA zig®
ML-KEMe] NIST 44 KEM¢] 43 ¢maZoe]gort Round 49l
A9 HQC7F 20251 390l NISTol <js) EFoz A=,
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# 3 ML-KEM$} HQC9] parameterol] W& Security Level(SL), &3
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Scheme SL | &3 7] AAss 7 | 43w
ML-KEM-512 1 800 1,632 768
ML-KEM-768 3 1,184 2,400 1,088
ML-KEM-1024 5 1,568 3,168 1,568

HQC-128 1 2,249 56 4,497
HQC-192 3 4522 64 9,042
HQC-256 5 7,245 72 14,485
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SOTP(Semi-Generalized One Time Pad) 129 WS o] &-3}[9]
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T =2

IND-CCA2 H.9h& 7hAth[10]

o
w3,
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Scheme SL | #&3t 7] | ds% | d3Es 7
TiMER (IoT) 1 608 672 136
SMAUG-TI128 1 672 672 176
SMAUG-T192 3 1083 1,024 236
SMAUG-T256 5 1792 1472 218

NTRU+576 1 864 864 1,728
NTRU+768 1 1,152 1,152 2,304
NTRU+864 3 1,296 1,296 2,592
NTRU+1152 5 1,728 1,728 3456
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