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[XDP] 192.168.100.2:52937 -> 192.168.180.1:5555 prot

[TC ] 192.168.100.2:52937 -> 192.168.100.1:5555 p
[SOCK] 192.168.100.2:52937 -> 192.168.100.1:5555 p

H

0=17 (1d=1677792691)
17 (1d=1677792691)
17 (1d=1677792691)

[SOCK] 192.168.100.1:0 -> 192.168.100.2:0 proto=1 677852672 )

[CTRL] cpu=2 event=SYSCALL_CONNECT 1d=1677857116 p 0=6 dport=4444
[ALERT] totally invisible syscall: id=1677857116 proto=6 dport=4444
[XDP] 192.168.100.2:4444 -> 192.168.100.1:58730 proto=6 (1d=1677845866)
[TC ] 192.168.100.2:4444 -> 192.168.100.1:58730 p 6 (1d=1677845866)
[SOCK] 192.168.100.2:4444 -> 192.168.100.1:58730 proto=6 (1d=1677845866)
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