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Abstract—Quantum anonymous entanglement (QAE) is crucial
for privacy-preserving information exchange in quantum anony-
mous communication. The effectiveness of this exchange depends
on the fidelity of QAE, which varies in importance depending
on the specific application. As a result, ensuring fairness in
the distribution and quality of entanglement becomes essential.
In this article, we introduce a fairness-aware QAE distillation
approach, which balances throughput and equitable resource by
adjusting a fairness parameter « within the utility function to
accommodate different application needs.

I. INTRODUCTION

Quantum anonymous entanglement (QAE) is crucial in
privacy-preserving quantum communication tasks [1]. It in-
volves the distribution of GHZ states among the network users.
It necessitates local operations and classical communication
(LOCC) to achieve QAE between anonymous sender and
receiver [2]. However, if the channel is noisy during the
distribution of GHZ states, it degrades the fidelity of QAE. As
reliable communication require high-fidelity QAE pairs, these
pairs must undergo the entanglement distillation process.

Entanglement distillation is a fundamental process in quan-
tum communication, particularly in settings where high-
fidelity entanglement is required for reliable information trans-
mission. It enables the transformation of multiple low-fidelity
or noisy entangled pairs into a smaller set of high-fidelity
entangled states, suitable for use in advanced quantum proto-
cols [3]. This procedure is probabilistic and resource-intensive,
and it forms a critical component in the implementation
of quantum repeaters, quantum key distribution (QKD), and
distributed quantum computing.

In privacy-preserving quantum communication protocols,
QAE is an essential ingredient to perform anonymous com-
munication tasks. QAE involves the distribution of multi-
partite entangled states (e.g., GHZ states) among network
participants, enabling generation of anonymous entanglement
between anonymous sender and receiver via local operations
and classical communication (LOCC). However, when GHZ
states are distributed over noisy channels, the fidelity of the
resulting shared entangled states degrades.

In practice, the amount of distillable entanglement depends
strongly on the quality of the initial states, typically quantified
by their fidelity. The minimum fidelity required by the distil-
lation process is lower bounded by the hashing function [4].
Although the hashing bound offers a reliable lower limit on the

distillable entanglement rate, it does not inform how resources
should be used when fidelity varies or when distillation is
constrained by time, hardware, or cost. This is where fairness
becomes essential. By incorporating an a-fair utility model, we
introduce a mechanism to prioritize distillation effort in a way
that reflects operational goals: maximizing overall throughput
(o = 0) or favoring balanced resource use (o« > 0). In
anonymous settings, where individual pairs cannot be selec-
tively targeted, a-fairness offers to balance throughput and
resource efficiency. Thus, fairness-aware design complements
the physical bound, shaping not what is distillable, but how and
where distillation is applied under anonymity. The remaining
sections are arranged as follows. Section II details the QAE
distillation and Section II-A introduces a-fairness in the utility
function of QAE distillation. Finally, Section III provides the
conclusion.

II. QUANTUM ANONYMOUS ENTANGLEMENT
DISTILLATION

The generation of QAE requires establishing an initial
global multipartite entangled state among network users, typi-
cally a Greenberger—Horne—Zeilinger (GHZ) or W state, with
the GHZ state being the standard choice in this work. The
central server prepares the GHZ states and distributes individ-
ual qubits to each user. In practical settings, the transmitted
state is degraded by various types of channel noise. In the
worst-case scenario, it subjects to depolarizing noise which
uniformly affects all qubits. For a network of N users, the
density matrix of a noisy GHZ state is represented as [5]:
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where |ghz) = 1(|0)®" + [1)®"), Fy,, denotes the fidelity
of GHZ state and I denotes the identity operator.

After receiving their qubits, all users except the anony-
mous sender and receiver measure in the Hadamard basis
and announce their outcomes, while the anonymous parties
announce random values. Based on these, they apply suitable
Z corrections, yielding an ideal Bell state under noiseless
conditions. Under depolarizing noise, this state becomes a
Werner state, represented by
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where [U+) = 1(|00) + [11)) represents a Bell state and s
and r denotes anonymous sender and receiver respectively. The
fidelity of the resulting state depends on the initial fidelity of
shared GHZ state and its fidelity is [3]
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However, if the resulting fidelity is not strong enough to per-
form anonymous communication tasks, multiple pygp, states
need to be distilled to achieve high fidelity QAE. The basic
entanglement distillation procedure applies local operations—
specifically, bilateral controlled-NOT (CNOT) gates—on two
noisy QAE pairs as follows:

Pdsr = CNOT31—>32 CNOTh ) (pslrl ® pser) (4)

and classical communication of measurement results of qubits
5o and ro anonymously. The QAE pair pg,r, is retained only
if these outcomes match. The fidelity of distilled qubit pair is
given by
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A. Quantum Utility of Distilled QAE

If the distillation process prioritizes high-fidelity QAE pairs,
those with marginally lower fidelity become useless. How-
ever, these marginally lower-fidelity pairs can still be refined
through successive rounds of distillation to achieve high-
fidelity entanglement. To ensure equitable utilization of both
strong and weak QAE pairs, a fairness parameter o« can be
introduced, enabling a controlled trade-off between optimal
fidelity and resource fairness in the selection process.

To formalize the utility of a QAE pair, the hashing bound—
a known lower bound on distillable entanglement—can serve
as an effective utility function as follows [4]:
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where m is the number of total anonymous entangled pairs
and the hashing bound is defined as

1—
Fyr)log, ——*
for Fy, > 0.5. This hashing bound estimates the number
of high-fidelity QAE pairs that can be distilled from given
noisy pairs. By integrating the hashing bound with a fairness
parameter «, a fairness-aware QAE protocol can be achieved
where resource utilization is both efficient and fair. In Fig. 1,
the utility of QAE distillation of plotted over a range of
QAE fidelities for m = 1000 and o = {0,0.5,0.8}. Utility
increases monotonically with F', with higher « values yielding
greater utility due to more efficient distillation. For o = 0,
the growth is slow and near-linear, while for o = 0.8, utility
scales steeply with F', highlighting the significant impact of
distillation efficiency on the number of high-fidelity pairs
generated.
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Fig. 1. Utility (U) of quantum anonymous entanglment distillation as a

function of fidelity F' for different fairness variable o

III. CONCLUSIONS

We have presented a fairness-aware QAE distillation pro-
tocol that integrates the hashing bound with a tunable fair-
ness parameter «. By adjusting «, the protocol can balance
between throughput and fairness in resource utilization. Our
results show that higher values of « prioritize throughput,
significantly increasing utility at higher fidelities, while lower
values maintain more equitable but less efficient resource
usage. These findings highlight the trade-offs between fairness
and performance, offering a flexible and application-adaptive
approach to anonymous and resource-aware quantum commu-
nication.
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