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요 약  

공정 스케일링을 통한 DRAM의 발전은 상호 간섭, 누설 전류에 의한 다중 비트 오류의 증가를 초래하였고 이는 DRAM의 

신뢰도 문제를 야기하였다. 이에 대응하기 위해 강력한 오류정정부호 기술이 도입되기 시작하였고, 그 중에서도 하나의 

칩에서 발생하는 모든 오류를 정정하는 Chipkill 정정 기술에 대한 연구가 활발히 진행되었다. 본 논문에서는 두 가지 RS 

부호 기반 Chipkill 오류 정정 기술에 대해 소개하고, 실험을 통해 DDR5 DIMM에서의 오류 정정 성능을 비교해본다. 

 
Ⅰ. 서 론  

1967년 개발된 DRAM은 컴퓨터 시스템에 큰 변화를 

불러왔으며. 지속적으로 발전하여 오늘날 효율적인 데이터 

관리를 위해 필수적인 요소가 되었다[1]. 그러나 DRAM은 그 

발전으로 인한 신뢰도 문제를 마주하고 있다[2]. 신경망 학습, 

대규모 시뮬레이션, 실시간 분석과 같은 메모리 집약적인 응용 

프로그램이 성장하면서 DRAM은 더 많은 데이터를 더 빠르게 

저장 및 전송하도록 발전하였다. 이러한 발전은 주로 공정 

스케일링을 통해 이루어졌는데, 이로 인해 축소되고 집약된 

셀들은 상호 간섭과 누설 전류에 의해 더 큰 영향을 받게 되어 

다중 비트 오류의 발생 확률이 증가하였다[3]. 

이에 대응하기 위해 기존의 단순한 오류정정부호(Error 

Correction Codes, ECC)뿐만 아니라 더 많은 오류를 

정정하는 ECC를 DRAM에 적용하는 연구가 진행되어왔으며, 

그 중에서도 단일 칩에서 결함이 생기더라도 그로 인한 오류를 

모두 정정할 수 있는 Chipkill 기술에 대한 연구가 활발히 

진행되어왔다[4, 5, 6]. 

본 논문은 다양한 Chipkill 기술 중 RS 부호를 기반으로 하는 

두 Chipkill 기술에 대해 소개하고, 실험을 통해 DDR5 ECC 

DIMM에서 이들의 성능을 비교하고 그 결과를 분석해본다. 
 

Ⅱ. 본 론  

A. 메모리 오류정정부호 

오류정정부호 기술은 데이터의 저장 및 전송 과정에서 

발생할 수 있는 오류를 정정하는 기술로, 이를 위해 

패리티라고 불리는 추가 데이터를 필요로 한다. 

프로세서로부터 데이터를 받아 저장하고 이를 다시 전송하는 

메모리에서도 오류정정부호를 적용할 수 있다. 먼저 메모리에 

데이터를 쓸 때에는 프로세서에서 받은 데이터를 부호화하여 

패리티가 추가된 부호어의 형태로 메모리에 저장하고, 이를 

다시 읽어 프로세서로 전송할 때에는 저장된 부호어를 

복호하여 오류가 정정된 데이터를 프로세서에 전달한다. 

오늘날 메모리 오류정정부호는 크게 두 가지 종류로 

이루어지는데, 각 DRAM 칩 단위로 오류를 정정하는 On-Die 

ECC(OD-ECC)와 여러 DRAM칩을 묶은 rank 단위로 오류를 

정정하는 Rank-Level ECC(RL-ECC)이다. 본 논문은 두 

가지 메모리 오류정정부호 중 RL-ECC 기법들에 대해 다루며, 

그 중에서도 특히 Chipkill-Correction이 가능한 기술들에 

대해 이야기한다. 

DRAM 공정 스케일링으로 인한 다중 비트 오류 확률의 

증가는 그로 인한 시스템 오작동 발생 확률의 증가라는 

문제점을 가져왔다[7]. 이러한 다중 오류는 주로 단일 칩 내 

물리적으로 인접한 셀들에서 연집(burst) 오류의 형태로 

발생하였기 때문에, 단일 칩에서 발생하는 모든 오류 패턴을 

정정할 수 있는 Chipkill 오류 정정 기술의 연구가 진행되기 

시작하였다. 

B. 8-bit RS 부호 Chipkill 

Chipkill 정정 기술의 한 가지로 단일 칩 내의 연집 오류를 

효과적으로 정정하기 위해 RS 부호를 이용한 RL-ECC 기법이 

소개되었다[5]. RS 부호는 유한체(Finite Field)에서의 

연산을 기반으로 설계되어 심볼 단위 오류 정정이 가능한 

오류정정부호로, 여러 비트를 하나의 심볼로 묶어 오류를 

정정하기 때문에 인접한 비트에서 발생하는 연집 오류 정정 

성능이 우수하다는 특징을 갖고 있다[8]. RS 부호는 

정정하고자 하는 심볼 오류의 수를 조절하여 그에 맞춰 설계할 

수 있는데, 이때 𝑡개 심볼 오류 정정을 위해선 2𝑡개의 패리티 

심볼을 필요로 한다. 
 

 
 

그림 1. RS 부호 기반 Chipkill 부호 (수평방향 8-bit 심볼) 
 

그림 1은 이 기법을 통해 오류 정정을 수행하는 DDR5 ECC 

DIMM의 ECC 구조를 나타낸 그림으로, 먼저 그림의 검은색 

작은 네모는 DRAM 칩에서 읽은 비트를 의미한다. 10개의 

칩으로부터 한번에 총 40bit 데이터를 읽으며, 이를 총 16번 

읽어 패리티를 제외한 64Byte 데이터를 모아 프로세서에 

전달한다. 이때 프로세서와 메모리가 주고 받는 데이터의 

단위를 cache block이라고 부르며 주로 그림과 같이 64Byte 

크기를 사용하고, cache block을 구성하기 위해 데이터를 

읽는 횟수를 burst length라고 부른다 

이 기법은 하나의 칩에서 한번에 4개 비트씩 총 두 번 읽어 

얻는 8개의 비트를 묶어 하나의 8-bit 심볼을 구성한다. 

이러한 심볼 구성 방식을 통해 10개의 칩으로부터 총 8개의 

메시지 심볼과 2개의 패리티 심볼을 얻을 수 있으며, (10,8) 



RS 부호를 통해 이 심볼들을 오류로부터 보호한다. 하나의 

칩이 하나의 심볼을 구성하기 때문에 단일 칩 오류가 

발생하더라도 이는 모두 단일 심볼 오류를 일으키며, 따라서 

Chipkill 오류 정정이 가능하게 된다.  

C. Bamboo Chipkill 

Bamboo ECC는 RS 부호를 사용하는 또다른 Chipkill 오류 

정정 기술로, 8-bit 심볼을 사용한다는 점에서 앞서 소개한 

기법과 유사하지만 중요한 차이점은 심볼의 구성 방식이다[6]. 

Bamboo ECC는 그림 2와 같이 하나의 핀에서 나오는 하나의 

비트를 여덟 개 모아 하나의 8-bit 심볼을 구성하며, 40개 

핀에서 얻은 32개의 메시지 심볼과 8개 패리티 심볼로 (40,32) 

RS 부호를 구성하여 오류를 탐지 및 정정한다. (40,32) RS 

부호는 8개의 패리티 심볼을 갖기 때문에 최대 4개 심볼 

오류를 정정할 수 있으며, 하나의 칩에 결함이 생기더라도 

이는 4개 이하의 심볼 오류를 발생시키기 때문에 해당 기법을 

통해 Chipkill 오류 정정이 가능하다. 
 

 
 

그림 2. Bamboo Chipkill 부호 (수직방향 8-bit 심볼) 
 

앞의 8-bit RS 부호 기술에 비해 Bamboo ECC의 경우 수직 

방향의 심볼 구성을 통해 부호어의 길이가 길어졌고, 길어진 

부호어에 따라 오류 탐지 성능이 향상되었다는 장점을 가지고 

있다. 또한 Bamboo ECC는 그 유연성에서도 장점을 갖고 

있는데, 필요한 심볼 오류 정정 능력에 따라 패리티 심볼의 

수를 조절할 수 있으며, 또한 Chipkil을 위해선 모든 4 심볼 

오류를 정정하지 않아도 되기 때문에 일부 3심볼 및 4심볼 

오류 정정 능력을 포기하는 대신 오류 탐지 성능을 더 

향상시킬 수 있다. 

D. 실험 방법 및 결과 

8-bit RS 부호 Chipkill과 Bamboo Chipkill 기술의 오류 

정정 성능을 비교하기 위해 몇 가지 오류 시나리오에 대해 두 

기법의 복호 결과를 비교하는 실험을 진행하였다. 10x4 DDR5 

ECC DIMM 환경을 가정하였으며, 각 오류 시나리오는 단일 

칩 오류, 단일 칩 오류 + 단일 비트 오류, 단일 칩 오류 + 단일 

칩 오류, 그리고 단일 DQS 오류 + 단일 비트 오류의 네가지 

경우에 대해 실험하였다. 여기서 DQS 오류란 칩에서 신호를 

읽는 순간을 결정하는 신호인 DQS 신호의 이상에 의한 오류로, 

하나의 칩에서 읽는 4개 비트에 발생하는 오류로 나타난다. 각 

오류 시나리오는 106번 반복하였다. 

표 1에 각 오류 시나리오에 대한 복호 결과를 CE 

(Correctable Error), DUE (Detectable but Uncorrectable 

Error), SDC (Silent Data Corruption)의 비율로 나타내었다. 

SDC는 탐지조차 되지 않은 오류를 의미하는데, SDC가 

발생할 경우 시스템에서 데이터에 오류가 있는 것을 알 수 

없기 때문에 오랜 기간이 지난 뒤 발견하게 되고, 이를 

복구하는 데에 많은 시간과 비용이 발생할 수 있기 때문에 

SDC의 비율을 낮추는 것 역시 많은 오류를 정정하는 것 

만큼이나 중요하다. 

모든 오류 시나리오에서 Bamboo Chipkill 기술의 SDC 

비율이 낮을 것을 확인할 수 있는데, 이는 앞서 말한 것과 같이 

긴 길이의 부호어를 사용함으로써 향상된 오류 탐지 성능을 

갖기 때문이다. 또한 DQS 오류 + 단일 비트 오류의 경우 

Bamboo Chipkill이 높은 CE 비율을 보이는데, 이는 DQS 

오류에 해당하는 4개 비트 모두에서 오류가 발생하는 경우가 

아니라면 4개 심볼 오류 정정을 통해 고칠 수 있기 때문이다. 
 

표 1. Chipkill 오류 정정 기술의 오류 시나리오 별 성능 비교 

Error Scenario 
Decoding 

Result 
8-bit RS Bamboo 

1 Chip Error CE(%) 100 100 

1 DQS Error + 

1 bit Error 

CE(%) 0 93.3315 

DUE(%) 97.0409 6.6685 

SDC(%) 2.9591 0 

1 Chip Error + 

1 bit Error 

CE(%) 0 1.5398 

DUE(%) 96.8871 98.4587 

SDC(%) 3.1129 0.0015 

1 Chip Error + 

1 Chip Error 

CE(%) 0 0 

DUE(%) 96.8623 99.998 

SDC(%) 3.1377 0.002 

 

Ⅲ. 결 론  

본 논문은 두 가지 RS 부호 기반 Chipkill 기술을 소개하고 

그 심볼 구성 방식에 따른 오류 정정 성능의 차이를 확인하는 

실험을 진행하였다. 실험 결과 Bamboo Chipkill의 향상된 

오류 탐지 성능을 확인할 수 있었으며, 이를 활용하기 위해 

Bamboo Chipkill의 수직 방향 심볼 구성 방식을 사용한 RL-

ECC 기법에 대한 연구를 진행할 예정이다. 
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