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[1] ITU-T SG17 Homepage,
https://www.itu.int/en/ITU-T/studygroups/2025-20
28/17/Pages/default.aspx

[2] ITU-T SG17 TD40/PLEN, Draft CG-AISEC Deliverable “Artificial
intelligence security strategies and standardization landscapes” in
the inter-regnum (September 2024 - March 2025).



