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1.3 AES T-table

Advanced Encryption Standard(AES)=
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OpenSSL AES Te@ address: 0x4030a0

First 4 entries:

Te0[0] = 0xc66363a5
Te0[1] = Oxf87c7c84
Te0[2] = 0xee777799
Te0[3] = 0xf67b7b8d

Dumping first 64 bytes of Te0:

0x4030a0 :
0x4030b0 :
0x4030c0 :
0x4030d0 :

a5 63 63 c6 84 7c 7c f8 99 77 77 ee 8d 7b 7b f6
od f2 f2 ff bd 6b 6b d6 bl 6f 6f de 54 c5 c5 91
50 30 30 60 03 01 01 02 a9 67 67 ce 7d 2b 2b 56
19 fe fe e7 62 d7 d7 b5 e6 ab ab 4d 9a 76 76 ec

[root@root opensll_test]#
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