


단계 내용

단계(1 )

서드파티 위험 평가 체계 

구축

- 서드파티 범위 정의 외부서비스 공개 협력업체 등( , SW, )

- 서드파티 위험 평가 항목 및 기준 정의 보안 취약점 법규 준수 등( , )

- 위험 평가 절차 및 방법론 도출

단계(2 )

서드파티 공급방 보안 위험 

평가

- 외부 연계 서비스 시스템에 대한 공급망 위험 분석/

- 외부 업체와 체결된 계약 내 보안 요구 사항 준수 여부 검토/SLA 

- 서드파티 및 공급망 위험에 대한 종합적 위험 대응 전략 수립

단계(3 )

공급망 보안 기준 SW SLA 

도출

- 개발 운영 유지보수 단계별 보안 항목 정의SW , , SLA 

- 측정 및 평가 방법 제시SLA 

- 미준수 시 제재 방안 및 계약 해지 조건 명시 등SLA 

단계(4 )

공급망 보안 모니터링 및 

감사 체계 설계

- 서드파티 보안 취약점 정보 보안 업데이트 현황 등 지속적인 모니, 

터링 체계 구축

- 주기적인 공급망 감시 계획 수립

- 감사 결과 기반 재선 조치 및 재평가 프로세스 정의
보안
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비트
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비트
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