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Track 1:
Technical
Scope

M2.1, Technical Scope Analysis:
Conducted via Adhoc Calls (TBC)

M2.2, Finalisation of Certification/Accreditation
Requirements & Recommendations

Track 2: M3.1, Business Development & Modeling M3.2, Finalisation of Business Plans and Models and
Business Dev Conducted via Adhoc Calls (TBC) Final Recommendations

Track 3:
Program &
Process

M4.1, Programme & Processes Analysis & Development M4.2, Final Recommendations on
Conducted via Adhoc Calls (TBC) processes, governance, etc.
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