AbEAE Held B EA A8 SUE A § MHlA 7 94 AbolE

2%, AAA, +9F W, NFE, G5

Q) fins

AF st Gkt «Q A5 R o

{minjh04217, kimseojin0307, chwon318, junho2515, smnam}@cju.ac.kr

A Web Service-Based Phishing Site Detection Method for Enhanced User Convenience and
Detection Accuracy

Jun-hong Min, Seo-jin Kim, Chong-hyun Won, Jun-ho Seo, Su-man Nam

Cheongju Univ. Department of Digital security and *Department of Al software

2

I
Euﬂo] < A}QO}L ;(] ‘\j,]/\]—% ul=

Bk AR, 1Ee] B AE 0 AR Jl B AL
£ ol 7 slek 2 AT oleld BAE 033D B BAEE ol Y Al

ok
o

s AL A7

719k 94 Alol E Ehx] 7]‘%% Al Jiﬂr o] 7]"-¢- CDP(Chrome DevTools Protocol) & &3+ 2 ]7J ﬂEC’Jﬂ 55 FA47

LLM(L'arge Language Model)& o] &3 =3} EHE 9 3= 98 g4 84 7)E
9 39E WtEst FA7A] G402 §X8hH, Phishtank WO AS oI oR o A4, A3
=3

st 3 s 9

.42

ek o] 202691 237] 94 4} ERE HaA o] w2 URL 49l
67.31%= 71 wol ARE-E 19 AR Akito] g8doR FET
[1]. ]2t URL A% 94 A= AHEAE 34 AflER st
AAH 2 olo]d 4= girk. I Al EE ©A| sl 71E] M oR
= 497 URL-ZH¢l B2 9 F4AE Atsle)] tjxsk= Whalel
e ~E 7|0k Ao} S oA AE 2ol 1 2= HEH S vl 113

2 whEo] fi&ate WA AlIUA JA7F SRSk, ofn] 4zl T
Ato] Ent uIet &8 4= Q)31 Alyf EHQlofu ke e
JavaScript= BA17F &l 9] S AR HA GAE 39T F 9
=S LLM3} CDPE AF&-3to] ofw] &e]xl 4 Alo]E it ol]z}
At 317 Al B ©X]8l= WS A AlQF WA= LIMES
AHgetel d=ste el JavaScripty  dlmeta dE FEf
JavaScriptE gohl] Z= W) f]fé’ 35 gxgit), wdk CDPE ARS8l
U] vESA wr]l V%S gl UEYA a4s 2 &
Mgt o] & B3l ¥sks RUE sk v B4l o5 BA
o} aglske, B oAl e 71 WAl s S Beste] 4
% AFOIESE At 1]/ Al ES Q1A1S st d] 7]

N[n:

o> IO_l

o

I 2

2.1 718

B = AE 71E Ay g vEY A &5 49 LM 7|9k 24
S Bl BAste aRHoR T APES QAgit AljE WS
LIME AHg-ste] estel Fel9] JavaScriptE a5k, 913 g5

A, i CDPE ALg el MESZ 558 98, ol 913
A YAeleol Haste] B4 mazE RS 8 A9
zZ

E
(Selenium)& &85} 31 Bel-A 270l 4 JavaScript, AJAX S} 722

52 A Aol Sqolth. o2 Fa At
7% AL 100962

AP Level v
AJYEFE
A l
\2 v v £ %
EE IR UEX L N2 Rl HEHISE 2y 50,000% &1 =8
2 oolefifolA
g

LLM Level \L

us2tois L ool
r ANz ey

UEQZ 55 B4 P4 CDPE AHgste] nebeA el vEga

A o5 3l HehpAd A BAEE BE YE
4 ﬁﬂﬂ*FuVPﬁaﬂﬁkiﬁiﬂ9H¥éﬂi
239 E].O])\EIJE HTTP uﬂ}\ic S| ( Ol’lglrl)

227 (host), S5 4 EH A 5o WalE [17 2]9 o] BUHH s



A oS FAE.

[5/7] Logic4 - HEI 23 24 48 A%
[0K] loaded 128 records
[OK] extracted 128 rows
[SUSPECT] origi
[SUSPECT] origi
[SUSPECT] origi

in.top) != host(w2703.
ost(w2703.
ost(w2703.
ost(w2703.
ost(w2703.
ost(w2703.
ost(w2703.
ost(w2703.
ost(w2703.

55 w4 44

score=3
score=3
score=3
score=3
score=3
score=3
score=3
score=3
score=3

[SUSPECT] origin(ammcoin.
[SUSPECT] origin(ammcoin.
[SUSPECT] origin(ammcoin.
[SUSPECT] in(ammcoin.
[SUSPECT] origin(ammcoin.
[SUSPECT] origin(ammcoin.

(18 2] MESZ &

o] Fal [1¥ 3|2 7] WA oz gAaA] 33t v Alo]ES ©A)
gt

[7/7] B4H Z2H M
/root/project/final_result.json MY =7 4F
Logicl+2 A

GPT Scanner E*-E-?g—f— 1 0

Logic3 A4 : 9

Logic4 A& 4: 50

L7/t==A|] GPT_Scanner * 1.5

[7}Z %] Logic3 * 1.5 = 0.0

[7}=2|] Logic4 = 1.5 = 75.0

(229 3] vE

A 35 o #A

B =R LLM2 @453} g5 5= 1 99 ¢
&

H LLMS [218 4]} Zo] Hrol2 dlo]Ej9]
w2 JS/HTMLel A DOM, script A, 4, &
7] ol JeE E—éé}fﬂ Hidv} 1E u}e}

function ad_0xa084(_0x2e3969, 0x4ce969){var _xd447fec=ab_0x21f9(); return ad_Oxad84=function(_dx161eea, 0x5ed8bs){_8x161eea=_Ox161eea-Oxlad;var _Ox
_0x25c5a8=function(_0x55b204) {var _0x41a857="abcdefghijklnnopqrstuvwxyzABCDEFGHIIKLMNOPQRSTUVXYZ12345>
var _0x25ab28=0x,_0x3cd7f1=_Ox1d2ede['length'];

ox49db2c=function _0x54bfd1, _0x2ab82f){var _8x1634f7=[, 8x57018c=0xD, 0x574423, 0x406605="";
0x39fe86=0x0;

Ox4f67e=_0xdd7fec(0x0],_Ox5bfd43a=_0x161eea+_Oxdft7e, 0x2179eb=_0x2e3969(_0x5bf43al;

var _Ox5dcfdo=function(_0x65055c){this [ 'WNPBZq' |=_0x65055¢, this['jt0Hud' 1=[0x1,0x8, 0x0] , this ['KVMEO] ' |=function(){return'newState';

var _0x39e2ea=new RegExp(this['yFGHR'+this['DGhgdU’]),_0x338a06=_0x3%e2eal'test'] (this['KVMEOj'1['toString']())?--this['jtOHud" ] [0x1]) :~-this['jt]
var _0x31e1f3=0x0,_0xf7df26=this['jt0Hud'][*length'];

function a0 exAgdb( 0x2e3969, Bxdcegﬁﬁ){var Bfoac a0_0x2119(); return a0_0x49db=function(_6x161eea, 0x5ed8bs){_dx161eea=_Ox161eea-Oxlad;var _OX
_8x25c5a8=functon( ﬂxd?dblc)(var _0x55b204="abedefghijklanopqrstuvwxyzABCDEFGHIIKLMNOPORSTUVXYZ012345
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(function () {
function selfdefend() {
const state = { flags: [1, 0, 0] };
const quard = () = 'newState';
const re = new RegExp(<STR_re_part_a> + <STR_re_part_b>);
if (re.test(guard. toString())) {
--state. flags[1];
}else {
--state. flags[0];
}

}

function decode (hexIndex) {
return *<STR_${hexIndex}>';

A= /5 v

8:26:13]1 [13/27]
F 8:26:16]1 [Al= 1]
8:26:17] [14/27]
8:26:20]1 [Al= 1]
8:26:21] [15/27]
8:26:25] [Al= 1]

N

N X

8:26:251 [16/271
8:26:28] [AIE 1]
% 8:26:29]1 [17/27]
£ 8:26:32]1 [Al= 1]
8:26:33]1 [18/27]

L1 AL B AL By AL
bV N ]

H

j84 H
o 7 B A3 $YY A% AP 44E (28 617 2ol e
URL< elo]eju]o] 20 A%

—L
H I=4
F 59 URL 98 A 34 43} Ago] /bsshtk A% 9 150

weh A4S A g3l A4H 0B £2 BEE 5 A sdlon, A

https://smartdefi.cyou/

AAIZH 23 WebSocket, |

IH= REST APIZ 20HSLICH

198 - 142,58

1nal_score.json urg
Result @2

[REST] GET http
[REST] status 200
8] [REST] status 200

owerlink_traffic

m A&

5 Aol A81A LS ol 8% Aeld %, AR B S %
3 0 A9 914 o2 Wy #23) S5 Atk o1% e 9
8 712 BaEaE A g AR B Ao AHgEglon
A3 Elelt WS akE 8l 47 B317) etk A itk
olo] £ =iol Al oleldt 71% ©A) 71ge] @S nesh] 918 LM
70 g W43 CDPE AHg # MESZ 70§42 Adste] A2k

AL B AL A1 S S3laHs AT 1) AolEst WS
FAA B 0% YA 958 435S nelrk Bkl A5 3]

3714 B oR gAshe e Halen, At 7]

>
ES
[
& o
e

ok
#
8
Hol AgAe AFs] Y8 A€ &F49 NordVPN# Virus Total,
2 =79 97 718$ Phishtank d|o]elAl 79k} ok 8971j¢] 9]/ Ato] E
£ oo = v Age 47 NordVPNS 584%, Virus Total 77.5%
B 7IEPAT, & =79 /S §AE 10%E 7] S8kl tiEel, A
&A1 E IS B AEE] ddste] S'E 0% Holw, AA| A
2 A8E g =& AR TR o2 # =i B 7Y
o] 71& WA gi] 7 A5 S dFEh ol E E, AkE 71w
AREQE Fofol| 9] &8 7HeAd S YTt HollA A A4 7]
& F3 Sl AFEAE SIALO|E A o)) 94 o B2 AR 3k
& 4 JEE Ao, AA Het Aujx 9 7|9 Bl &340 A
&8 F e AYE HoFE

Fawd
(1] o, 20253 2%7] 3|4 &x} EvlE ®aa] I3, 2025,
[2] Yeon-Gi Jung, “A Study on Blocking Criminal Websites Based on
Internet Domain Registration Data of Phishing Sites.” Journal of
Digital Forensics , 9(2), 79-96, 2015.

[3] PhishTank, (https://phishtank.org/)




