et 7] @749 Decoy-state QKD ol 3+ Advantage
Distillation 45 4]

AW, 35
« 319 o 5}

bikO118@korea.ac.kr, *junheo@korea.ac.kr

Performance Analysis of Advantage Distillation in Finite-Key Decoy-
State QKD

Kim Bum I, *Heo Jun
*Korea Univ.

27129 71 H (Quantum Key Distribution,QKD)v &2t 8te] EAE &8st FAIRe 521291 =327 e
S AAEHA ARolZ2Hog otdd Ui wYU7|E FEulshs ZIHolth FAFIEAZIHES W ASEAZS ¥
secret key rate & 8 17}e] Aujy} EEHZ Fulo|BE o] &3}y = 3dht}. A9k, Advantage Distillation(AD)e] 2=
7S T U AR 9 W AYE ALY & de FHE Vel AAHAZL HEgeA &8 5 dS
Aoz AWHY, B =% Advantage distillation & %83 Decoy QKD 7]Wel 3t 7] @35 wrdsie] A A
7ol A @A Nk E = A A EH oIS Fdll Es

A e correction Aol I AA e QBER ¢ IA7E
= TA2aAA key rates oF AEAZYE S7HAZL 5 ATt 4]
Tanelae wd PR AUEE T am aas ges gol adEd oW, A 4

ALzl Qe ZIYelth.  FATIEH] 7IHE 00 = 5 - =

= _ 285 S7HA7171 SE Z basis & 7|2 ARESHAL X

O|EAOZE AHo|EHOE QAN o]ES o =gt o] &gt}

WESA Be AH W A4S mFo] o % thora basis & parameter o|Z3d=td] o] &3t}

ALEo] WaE o] g} 1. State preparation: Alicex HXHW&HE G x}of

rdez &4 o5 dd FARE EHole= gk Al g wel dFeEe A7,

Fol EASHA] germz ot FA WA 9gh basis, bitgX AM7IA FElE At G

Heb EAE S5E7] @l decoy 71O B 5 5}alc)

AANERAIL[1] FAEE eSS ZHATE 9FolA

AA AZ=ZAFe] TS = 4 glo] =A | 2. Measurement: Bob2 A 35 BasisE 4

=g A el 7]¥H<¢l Measurement-Device-Independent qsle] SAHS AIPstar olwf, shite] HE7]

QKD 7} AlctEATH 2], FHIolle ®E 7|&=ZH At HAEEHH AFAA HAEE2 A4

o]# o] 299 Device-Independent QKD 7} 7] 3. Basis reconciliation: Bobe] A&2¢ A= T

A 7Y Aol whEk Fdo] R ATH 3] A3 Awk AZE Awtk o] &3] Alicet Bobo]

AHE S QKD A5 el thd Ak EAll Nz AzE 1d A9e =3 BAste] Az

AIZEGOIE  o]&d QKD Aw M= ATt
3ol gt} Advantage Distillation 2 Alice <}
Bob Ato] 4wbdk F4lS o]83l QKD 9 AHss Zom s o e L PN
240 WPE4lew SABA] el AletH olF TEAA WA 2 248 ARHe2 £
ool wAYA ohd B AR A gol - o o

Hoste wel we o7sh Walsa o5, 4. Parameter Estimation: reconciliation®# o] <+

A}&-3t BasisE %3 Hu} olu], 7S basis9l
ZNE Rold HEFS whETh o] ¥k =77
o

»

2
o

B =Fo|A+= Advantage Distillation & AH&% S5Y Alice ¢ Bob< raw key & (Z,,Z5)%
decoy QKD ol finite key effect & wredato] 278 HZ 7] A 283 parameterg oS3t}
st thell BALS x3Pste] 1 gyE #elsit}, 5. Advantage distillation: Alice ¢} Bob< raw

key#<S 7FA3L b Z7]9] blocke® Ui

[ 2 Alicet® ¥99 bit c& 3} (c € {0,1}), 12
T 3L U F2 block®] 7 biteh XOR Aibe ¢
A. Advantage Distillation t}. 2% ABRE BobolA ALsT Bobe

AD 71¥& Alice ¢} Bob Abe] Local Operation and
Classical Communication 74l A

A Alice7t dFal HIELDH Bobol 7FA1L A&
AA sifting 7llA £l ZASATE error

blocke] XOR9AHS Hgsigy, 2 Ay}



m— secret capacity without AD
— secret capacity with AD

107
@
L
>
a
&
=
= 10
[S)
@
o
©
o
2
5]
8 o8

10—10 L L L L L I L I
0 20 40 60 80 100 120 140 160

transmission distance(km)
a8 1 A5AEE pulse 3 HE 7] AAE

{0,0,--,0} ot} {1,1,--,1}2Fd Boba Alice°l
A “accept”& R oy “reject” S #
Fstt}h. Alicew A$E A3E W3 “accept” ]
2hH Alice®} Bob2 blocke A ®HIERF ¥r]a
ol gtH blocks T43HE= bitEE AlA gt

6. postprocessing: Alice ¢+ Bob& 2FAHALE =

&3} privacy amplifications E3 =ZH+E
ARE AASA HF 715 Y 22A #Hr
B. &% 7] &%
3 71 a¥d= HA QKD 7F H$dE isis
HELS AFsx]  FEsves Held A=
Aok, AAl QKD #HHS HoAAS s
s olE WSt BEAMS R dsiefor rh 2
=M= oo #HSs B O#3 7 anE
A 3e(6]
S x99 Aot Al gE & VTR FH%% x 7}
WA 7Hs sk FHote] A9-9 oSk xE AT

at
. .. B B?
X =x+p++2Bx+p%x =xX-5- 2px +— (1
Where B =Ine™ 1.

FA DA P AZg e A wrde 96
wERoR WK A% AT ATH AT @
A

C. Result
Y 1 & AFHEL] 1022 -9 weak+ vacuum
state & decoy state 2 ©o]&3 BB84 9
A% AEH pulse F secret key rates & A4FSH A3loln
a9 2 = AD & A& d3dAe] A block A7
bE Yeld Helth b7 1A A, AD9 a5 & F
gloem= AD & A8 AP old Y Ayt Fds
3ot olwl, AD & AHE&A dEAE 7 138km oA
161km =2 ZF7lete AE 9T 5 o E=3h
129km A€ block F71¢] xFo]7} 1 o] ofyoiq AD &
ARS ¥ wAEa o2 18] wAEte] vY
ARES F7tdTh HFH LR block o A7I7F 4 A

w 7kA] X 2 gt

_{

)

4 -
® 3 -
N

w

-

Q

i=]

S5 aa—

0 26 4IO E;O 8‘0 160 12‘0 ‘MIfO 1é0
transmission distance(km)

a¥ 2 AFAZHE block 27]

m A&
E=FoA= AD & 483 Decoy QKD 7]Hell 3t

7l mve Wt A4 #4e mAd AEdoA

F40A 71 BEEI} AFAHUE F7HE Qe

Foln @A sEdE AEALL o 16.7%9

AE7 27t 7.

o] E3 QKD & FAsE o BaF S=doju L

AofaprAt sl olelgo] we Y BAHA

SR Be o] B 4 g Aow dyuEn

¢

o

ACKNOWLEDGMENT

| =5 ARSI EA RSN Yoz AT
IR ARG QA7 2GS A DS wol e AT

(Grant No. 2022M3H3A1063074) 53},
BAH(FEN ALY Aoz dxddATgY Ads
uho} el E 39 (No. RS-2023-00242396).

0, O

FLE A
[1] Won-Young Hwang. Quantum key distribution with high
loss: toward global secure communication. Physical
Review Letters,91(5):057901 (2003)
[2] Lo Hoi-Kwong, Marcos Curty, and Bing Qi,,
“Measurement-device-independent quantum key

distribution.” Physical review letters 108.13(2012)

[3] Kotodynski, Jan, et al. "Device-independent quantum key
distribution with single-photon sources." Quantum 4
(2020): 260.

[4] Renner, Renato. "Security of quantum key
distribution." /nternational Journal of Quantum
Information 6.01 (2008)

[5] Li, Hong-Wei, et al. "Improving the performance of
practical decoy-state quantum key distribution with
advantage distillation technology." Communications
Physics 5.1 (2022): 53.

[6] Yin, Hua-Lei, et al. "Tight security bounds for decoy-
state quantum key distribution." Screntific Reports 10.1
(2020): 14312.



