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요 약  

 
본 논문은 1-D CNN(Convolutional Neural Network) 모델을 이용하여 OFDM(Orthogonal Frequency Division 

Multiplexing)신호의 샘플링률(sampling rate)을 사전 정보 없이 추정하는 방법을 제안한다. 제안하는 방법은 먼저 수신 

신호를 충분히 높은 샘플링률로 캡처하여 유효 OFDM 심볼 길이와 OFDM 신호의 FFT(fast Fourier transform) 사이즈를 

추정한다. 수신기가 사용하는 샘플링률에 기반하여 추정된 유효 OFDM 심볼 길이에 해당하는 샘플 수를 구하고 이 값과 

OFDM 신호의 FFT 사이즈의 비율을 구함으로써 수신기가 사용하는 샘플링률과 실제 OFDM 신호의 샘플링률의 비율을 

얻고 최종적으로 OFDM 신호의 샘플링률을 계산한다. OFDM 신호의 FFT 사이즈 추정을 위하여 기존 연구에서 적용한 

FWB(FFT Window Banks)-CNN 구조를 사용한다. 본 논문에서는 다양한 대역폭의 OFDM 신호들을 1-D CNN 모델에 

학습시켜 OFDM 신호의 FFT 사이즈 추정 성능을 향상시킨다.  

 

Ⅰ. 서 론  

드론이 공격용으로 사용되기 시작한 것은 2000 년대 

초반 미 공군이 무인공격기(UCAV)로 사용하기 

시작하면서부터였다. 점차 드론의 공격 목표는 차량이나 

진지로부터 전투원까지 타격 대상의 범위가 넓어지고 

있는 상황이며 이로 인해 전선에서 작전을 수행하는 

소부대에 대한 드론의 위협은 더 이상 무시할 수 없는 

수준이 되었다[1]. 

특히 FPV(First Person View) 드론의 경우, 2022 년에 

발발한 러시아-우크라이나 전쟁을 시작으로 전술적 운용 

사례가 식별되고 있으며, FPV 는 핵심 부품들로만 구성된 

단순한 구조와 저렴한 비용 등의 장점을 지니고 있어 

사용 비율이 점차 늘어나고 있다. 이러한 흐름 속에서 

중국의 DJI 사는 2022 년 FPV 드론인 “DJI Avata”를 

선보였으며[2], FPV 시장의 성장세와 함께 DJI 사의 

드론은 전술적인 영역에서도 주목받기 시작했다. 

이러한 드론을 탐지하기 위하여 사용되는 방법 중 

하나로서 드론 통신 신호를 분석하여 드론을 탐지할 수 

있다. 본 논문에서는 드론 통신에 주로 많이 사용되는 

OFDM(Orthogonal Frequency Division Multiplexing) 

신호를 분석하기 위하여 OFDM  신호의 

샘플링률(sampling rate)을 사전 정보 없이 추정하는 

방법을 다룬다. 수신단의 유효 OFDM 심볼 길이는 수신 

신호의 자기상관을 통해 추정하고 참고문헌[4]의 

FWB(FFT Window Banks)-CNN 모델을 활용해  

OFDM 신호의 FFT 사이즈를 추정한다. 따라서 추정한 

유효 OFDM 심볼 길이와 OFDM 신호의 FFT 

사이즈로부터 수신기가 사용하는 샘플링률과 실제 

OFDM 신호의 샘플링률의 비율을 알아낼 수 있으며, 

이로부터 OFDM 신호의 샘플링률을 추정할 수 있다.  

Ⅱ. 본론 

수신기에서는 충분히 높은 샘플링률로 수신 신호를 

캡처한다. 캡처된 수신 신호의 자기상관을 통해 유효 

OFDM 심볼 길이 𝑁𝑜𝑣𝑒𝑟𝑠𝑎𝑚𝑝𝑙𝑒𝑑 를 추정한다. 여기서 

추정된 유효 OFDM 심볼 길이는 수신기가 사용하는 

샘플링률에 따른 샘플 수로 나타낼 수 있다. 본 논문에서 

1-D CNN 을 활용한  OFDM 신호의 FFT 사이즈 추정은 

참고문헌[4]의 FWB-CNN 방법을 기반으로 한다. 

여기서 FWB 는 1-D CNN 모델에 입력될 데이터를 

생성하는 전처리 단계이다. OFDM 신호의 FFT 사이즈에 

대한 후보들을 𝑀개 설정하고, 각 후보의  FFT 사이즈 

를 𝑁𝑖  (𝑖 = 1, ⋯ , 𝑀) 라고 하자. 각 FFT 사이즈 후보와 

앞에서 추정한 유효 OFDM 심볼 길이의 비율을 가지고 

수신 신호를 리샘플링(resampling)한다. 수신기는 충분히 

높은 샘플링률을 사용한다고 가정하므로 리샘플링을 

통하여 샘플링률은 감소한다.  

리샘플링된 신호에 대해 고정된 𝐹𝐹𝑇 크기 𝐾로 FFT 를 

수행한다. 그러면, 𝑖 번째 후보군의 FWB 출력은 수식 

(1)과 같다. 

 

𝐹𝑊𝐵𝑁𝑖

𝐾 = {𝐹𝑁𝑖

𝐾 (0), ⋯ , 𝐹𝑁𝑖

𝐾 (𝐾 − 1)}, 1 ≤ 𝑖 ≤ 𝑀 (1) 

  

여기서 𝐹𝑁𝑖

𝐾는 수식 (2)와 같이 정의된다. 

 

𝐹𝑁𝑖

𝐾 (𝑘) =  ∑ 𝑟𝑟𝑒𝑠𝑎𝑚𝑝𝑙𝑒(𝑛)𝑒−𝑗2𝜋𝑘/𝐾

𝑁𝑖−1

𝑛=0

 (2) 



 

수식 (2)에서 𝑟𝑟𝑒𝑠𝑎𝑚𝑝𝑙𝑒(𝑛)은 𝑁𝑖 와 𝑁𝑜𝑣𝑒𝑟𝑠𝑎𝑚𝑝𝑙𝑒𝑑 의 비만큼 

리샘플링된 신호이다. 그림 1 은 FWB 의 동작 흐름도를 

나타낸 것이다. 또한 본 논문에서 사용한 FWB 관련 

파라미터는 표 1 과 같다. 

 

 
그림 1. FWB 동작 흐름도 

 

표 1. FWB 관련 파라미터 

 
 

FWB 의 전처리를 거친 뒤에는 CNN 모델을 활용하여 

학습 및  OFDM 신호의 FFT 사이즈를 추정하게 된다. 

기존 참고문헌[4]의 FWB-CNN 모델에서는 대역폭이 

고정된 OFDM 신호만 사용하여 학습했다. 본 논문에서 

분석하고자 하는 OFDM 신호에 대해서는 차지하는 

대역폭을 모른다고 가정한다. 따라서, 다양한 대역폭을 

갖는 OFDM 신호를 학습해야 OFDM 신호의 FFT 

사이즈를 정확히 추정할 수 있다. 본 논문에서는 다양한 

대역폭의 OFDM 신호들을 생성하고 이를 1-D CNN 

모델에서 학습시켰다. 1-D CNN 모델에 학습시킨 

데이터셋은 표 2 와 같다. 또한 1-D CNN 모델 학습 

구조는 그림 2 와 같다. 

 

표 2. 1-D CNN 모델 학습 데이터셋

 
 

 

 
그림 2. CNN 모델 학습 및 테스트 구조 

 

 표 2 에서 부반송파 비율은 전체 FFT 사이즈에 

해당하는 대역폭 대비 실제 OFDM 신호가 차지하는 

비율을 의미한다. 본 논문에서는 50%~90%까지 10% 

간격으로 대역폭을 설정하여 OFDM 신호를 생성했다. 

그림 2 에서 Segment 들은 FWB 의 출력값으로서 각 

후보군에 대한 FFT 결과의 집합을 나타낸다. CNN 모델 

학습 시 batch 사이즈는 256, epoch 수는 100, 

학습률(learning rate)은 0.01 로 초기 설정하였다. 또한, 

학습률은 참고문헌 [4]의 방식과 동일하게 10 epoch 

마다 1/10 씩 감소시키는 방식을 적용하였다. 

 그림 2 의 구조로 테스트 데이터를 생성한 후 CNN 

모델을 사용하여  OFDM 신호의 FFT 사이즈를 추정한 

결과는 그림 3 과 같다. 그림 3 에서 볼 수 있듯이 다양한 

대역폭과 SNR 조건에서도  OFDM 신호의 FFT 

사이즈를 정확하게 추정할 수 있음을 확인할 수 있다. 

 

 
그림 3. 1-D CNN 모델 분류 성능 

  

Ⅲ. 결론  

본 논문에서는 1-D CNN 모델을 이용하여 OFDM 

신호의 샘플링률을 사전 정보 없이 추정하는 방법을 

제시하였고, 다양한 대역폭과 SNR 조건에서도 OFDM 

신호의 FFT 사이즈를 정확하게 분류함을 확인하였다. 

또한, 추정된 FFT 사이즈를 이용하여 OFDM 신호의 

샘플링률을 추정할 수 있다. 추정된 샘플링률을 사용하여 

수신 OFDM 신호를 복조하고 분석하는 것이 가능할 

것이다. 
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