GNN 7| gF AA[ZF URL ZE

S, £33
"EAfTHEtm M2 olsta)
e—mail: acehurwoo@naver.com, ssongjg@dongseo.ac.kr”

A Study on Intelligent Treat Detection and Risk Quantification using
Graph Neural Network—Based Real—time URL Context Analysis

Hyeonwoo Heo and Song Jong Gun”

“Dept. of Cyber Security, Dongseo University

RL3} 218 33}
of A7} gleh,
o, 9I9E Az,

S
4v) 7RSIk B AAE A ol

20243 wAA vy FEo H] <
WA ANGeR A4EE AF URL o
2] 2 23}
A

= = pul
W AL BAE oA wET. & Bues
olo] GNN 7|8k 21 A7k URL # ¥~

w2k Ag], 2la dso® vsE 9

rSL oo =

o 9AMe gAsn 9UEs 49
Akahs A Asue Ak

o

2.2 URL HEIAE EAM (URL Context Analysis)
URL ZE2E #4[2]2& URL #2449 AAe] FAA
EAunt oy}, &g URLY dAzkd rlel AR, [P F49

Z=35l3 9o EA9 =21 Wb 25 gg|ae Ay =
}:loo]'—l- 2R D:]y 7‘ﬂ ] W} 2024 ’8“1’] H—] TQT&, SSL o /H ‘PF‘?‘, %‘EﬂO]X] 7]%5 = ‘jrx}%@‘ﬂ

H] ok 4] Z7)8F Ao vk A AlLE = Hol &2 =
EHO] 41 OL}‘_ OE_L]:EE/\;:—%HE‘:H ]’oﬂ]— ]E Oij HolHE Z3Hoz BAF A3 -‘Hﬁp— soksls BA
AL Mg o4 URLS abdshs BHgA~E o o)&Es) W Zolr}, o] URL FAAwo oge  yrus|
- = [} = CATE U — H= o
o Arlites ARHE AE % WE URLE <188 vl olge guolglMo} 2 A URLS o]&3st HA 34
S M3 o) i - e A AN
S2100 e A A A DAL ST LA Oy ojgap) g Depeleh, # ol olela URL
d BAS AAs7] A 29E A5FE B8] URLY  mepse pag ma) wjel A4 4w P A A% oA
BRE TR AYAES WAReR RN AW xy e e el S o S FEo
9 Agsste] AFgAlAl Pl sk = e o Aelae o seaelt

2.3 M2E of7[*H

I Bz Fig L& B =RollA Aloksl= A5 2mA ol Al 2=Ele] A
2.1 2= AlZ2(Graph Neural Network) & HERATE AIQE AR Z1E A7 7N URL A9 2E &
2= AZR(1]E 2T Fee] HolEE ERHOR A 4 uwy gdv ekl wE AFex} Azt QlEsol e )
23k7] 1 Aoty Held uk mdelth, aelT AR T

agze] 7t =S WMEHE 388, o] w=E ko] mA]A “/\*a .o
AR QA S Bel s ghe] Bd FxH BAE 5 o e
watel dolelel uAY el sletgitt. ol @ 54 Hi

of 1l AAGE 71E AY HolE B WEoz: e ’\j'ﬁw‘ T
vlotslr] o g wl AP Hola i3 HEAss Ay o ‘

2 meags 5 vk B Aol AE URLY #9 gt

AYXE X5 45 HAE 1= Fu|2 ZAY s b R L T — W
g9t o2 B v FAvto g AMsly] oe e, 4 :

e A AETL BEAow Agete] WATE Y A

A w49 FAH WS B szt ot

Fig. 1. System Structure
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