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AMD Ryzen 5 7500F
CPU
Hardware (6-Core, 3.70 GHz)
RAM 32GB
05 Windows 11 Pro (24H2,
Build 26100.3476)
Frontend PyQt 5.15.10 (GUI Client)
Software Backend Flask 3.0.3 (Python 3.11)
Database MongoDB 7.0
OTP Library PyOTP 2.9.0
Web Framework Flask + Socket EAI
Runti IDE Visual Studio Code 1.93
untime
. Network Localhost
Environment Browser Chrome 129.0
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