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(a) Host IP (b) Guest IP

[cuckool]

[resultserver]

platform = windows
ip = 192.168.219.1880
ip = 192.168.219.125
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=== Task 93 ZI}
212 E=: 1.80
I . Benign
anti_debug: no
dropped pe: no
external http:
- injection: no
autorun: no

=== Task 92 E 1} ==

: 6.40 + HIA 5,00 %5 10.00
: Malicious

anti_debug: YES

dropped pe: YES

external _http: YES

injection: YES

autorun: no
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