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Fig.2. Entabglement Swapping
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Fig.3. QKD network between Daejon and Ochang
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Fig.5. QKD Network Standard (ITU)

Y:3800(19)_FO1

VEJYZAE

GAEAl 71EH A T YR AAFHL dE A SAe, FAE
Aol A}-8-%= BSM(Bell State Measurement) 7]&©¢] o}#] dybd oz
A o Aol A ©9aa A9 QKD VIERAT} 1] 508
o] 917 ”H"c*o]‘jr oleldt AgA dAE FH3l] At YAF
A7) 7o) A&AoR AFE I vk 53], YA = EANLE 23
& A A7} 7]E TEE A=sta vk FAFATY FLRARM,
“bell pair generating” 2.2} “quantum memory” F--oll A o} 9&

7F Al Ao w Hawal glovy e vt 719 o)
o= yrhert ek QKD HEH A Azl #AE 437 st @4
A gigko 2H 9149 QKD 71&0] AR E 8A, 47 94
A7 ABQKDE AA F-dste] diegtal §lom, A7HE SpecQtral
7190l xAeltt. Ve oR FAIEME AT FAUNEN T 71e
A Agle] FAE FE3L] S5kl HQKDE AHEehE F714 Hieht &
X}%ﬁmé 7H‘?EL3} 712 e g qofst ¢ Qlnh &g AlolE A
Aate] M8 FAOIE] ofd AMEFS BAES @
% A&E7t 2718 Holve FFoE Wkl oY
T7hTRS] AR VEHA FAel ks

ACKNOWLEDGMENT

RS ABUE FEA|EARATAKISTDS 712G 0% 4
P47 AT (GAAT Aok AN PAGEENG 1SN,
K-25-L05-M02-C02-S01)

A1 EF

[1] “From Long-distance Entanglement to Building a Nationwide
Quantum Internet”, Report of Doe, Quantum Internet Blueprint
Workshop, Feb.5-6, 2020

[2] “QUANT-NET: A testbed for quantum networking research over
deployed fiber”, Inder Monga et al., QuNet '23, NY USA, September
10 - 14, 2023

[3] “Interoperable key relay between heterogeneous QKDNs”, Mayuko

Koezuka et al., Qcrypt 2023

[4] “Quantum teleportation coexisting with classical communications
in optical fiber”, Jordan M. Thomas et al., Journal of Optica, Vol.
11, Issue 12, pp. 1700-1707, 2024



