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Service Orchestrator / NFV-MANO (ETSI NFV, ONAP &) |
— Policy Engine: SLA— “Classic / QKD / PQC / XOR™ |

Q-SDN Orchestrator (GS QKD 018) |
— Quantum-Aware Path—-Computation, Key—Path Correlation

t North-Bound API (T-API/REST/Intent)=—------

- t YANG/REST (GS QKD 015)
Q-SDN Controller(s) |
— QKD~Ctrl plug=in (link & key resource) |
— Crypto—App plug—=in (TLS 1.3, IKEv2, MACsec, ) |
L— PQC-KEM module (Kyber, Classic McEliece 5) |
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Data/Control Plane
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— Optical/Packet Switches (OpenFlow, P4) |

|
|
| QKD Nodes & QKMS (ETSI 004/014)

| “— VPN/SSL Appliances (Hybrid-Key ingest) |
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