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Secrecy Rate Analysis of Dual-Hop Triple Selection
AF Relaying Over Nakagami Fading Channels

Donghun Lee®

ABSTRACT

This paper analyzes the secrecy rate of dual-hop triple selection amplify-and-forward (AF) relaying over
Nakagami fading channels. The triple selection chooses transmit antenna, relay node and user node with the
maximum received signal to noise ratio (SNR) using feedback information from each node. In this study, we
use selection combing (SC) and maximum ratio combining (MRC) to derive new exact closed-form expressions
for the cumulative distribution function (CDF) and probability density function (PDF) of the received SNR for
triple selection. To derive the secrecy rate, this paper presents the alternative exact analytical expressions for
CDF and PDF using fractional and calculus mathematics. Using the alternative distribution, this work evaluates
new exact and approximate analytical expressions of the triple selection for the secrecy rate. Using the
asymptotic analysis, the power offset and the slope are quantified for the secrecy rate. Using asymptotic and
numerical results, we demonstrate that the high SNR slope for the secrecy rate is constant regardless of
authorizer’s parameters and eavesdropper’s parameters as well as fading index of channel. We also confirm

that the high SNR power offset is affected by the parameters of the authorizer and the eavesdropper, whereas

the fading index is not affected.

Key Words : Triple selection, amplify and forward (AF), relay, Nakagami fading channels.

I. Introduction

Rapid advances in wireless communication tech-
nologies and network deployments have resulted in
a surge in the amount of mobile traffic worldwide in
the past few years!'. As the importance of information
security increases due to the increase in mobile traffic,
interest in information security transmission technol-
ogy is increasing. In particular, physical layer security
(PLS) is emerging as an attractive technology that im-
proves information security performance with low
computational complexity by using the random char-
acteristic of a channel™?!.

Transmit antenna selection using multiple antennas
in [4]-[7] is a promising technology, which provides

the transmit spatial diversity with low-computational

complexity. Alves et al.®! derived exact analytical
xpression of the transmit antenna selection for the se-
crecy outage probability using wiretap channel model
introduced in the previous work® and they considered
single radio frequency (RF) chain at transmitter and
receiver. Yang et al.'” derived analytical expression
of the transmit antenna selection for various secrecy
performance (i.e., the probability of non-zero secrecy
rate and the secrecy outage probability) over
Nakagami fading channels. The work considered se-
lection combining (SC) and maximal ratio combining
(MRC) which employs multi-RF chains at receiver.

Wang et al.!'!]

proposed combination of the transmit
antenna selection and generalized selection combining
(GSC) for secrecy communication. They derived ana-

lytical solution of the transmit antenna selection with
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GSC for the secrecy performance over Nakagami fad-
ing channels. Lee et al."? proposed combination of
the user and transmit antenna selection and derived
the explicit formula of the combined scheme for the
secrecy outage probability over arbitrary Nakagami
fading channels which contains the integer and re-
al-valued fading indices.

Since the secrecy performance analysis for general-
ized channel is important, the previous works*"*! an-
alyzed the secrecy performance over various general-
ized channels. Yang et al.'* considered n — p fading
channels which include Rayleigh, Nakagami, and
Hoyt fading channels"®. They derived mathematical
expression of the transit antenna selection with MRC
for the secrecy outage probability and studied the im-
pact of co-channel interference on the secrecy outage
probability. Moualeu et al.'* researched the perform-
ance analysis of the antenna selection under general-
ized a — p fading channels. They derived analytical
expressions of the transmit antenna selection for the
lower bound of the secrecy outage probability and the
secrecy rate. Sanchez et al."” researched the perform-
ance analysis of the transmit antenna selection under
k — p fading channels. They derived mathematical ex-
pressions of the antenna selection for the secrecy out-
age probability and the secrecy rate.

The works!'”*! investigated the impact of channel
imperfection (i.e., feedback delay, correlation and
channel estimation error) on the secrecy performance.
The effect of feedback delay on the secrecy perform-
ance was studied in the previous works!'%,
Ferdinand et al.l'” derived the closed-from expression
of the antenna selection for the secrecy performance
where they considered single antenna at receiver.
Xiong et al.'® derived explicit formulas of the trans-
mit antenna selection with MRC for the probability
of non-zero secrecy rate and the secrecy outage proba-
bility in presence of feedback delay. Huang et al.'!
researched the secrecy analysis of the generalorder an-
tenna selection under feedback delay. They derived
the analytical expressions of the selection scheme for
the various secrecy performance. The works?®*? in-
vestigated the effect of the correlation on the secrecy
performance of the transmit antenna selection. Yang
et al.” derived the analytical solution of the transmit
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antenna selection with MRC for the secrecy outage
probability and analyzed the impact of the antenna
correlation on the secrecy performance. Si et al.’*!!
considered both the antenna correlation and the chan-
nel correlation and analyzed the secrecy outage proba-
bility of the transmit antenna selection with MRC over
correlated Nakagami fading channels. Si et al.”? pre-
sented the secrecy outage probability analysis of the
transmit antenna selection over correlated Rayleigh
fading channels where MRC, SC and equal gain com-
bining (EGC) are considered as a diversity combining
scheme. Lee et al.”*! analyzed the impact of channel
estimation error on the secrecy performance. The
work developed the closed-form expressions of com-
bining the user and antenna selection for both the se-
crecy outage probability and the probability of
non-zero secrecy rate under channel estimation error.

Dual-hop amplify and forward (AF) relaying™>"!
has received considerable attention due to its promis-
ing potential to increase coverage and improve se-
crecy  performance  with  low-computational
complexity. For this reason, the works®®3* inves-
tigated the secrecy performance analysis of the du-
al-hop AF relaying. The previous works™>% studied
the effect of various fading channels on the secrecy

1.28 eval-

performance of the AF relaying. Jindal et a
uated bound expressions of the dual-hop AF relaying
for the secrecy outage probability over Rayleigh fad-
ing channels. They analyzed the effect of the relay
selection without eavesdropper’s channel state in-
formation (CSI) on the secrecy performance. Lee et
al.” presented the secrecy performance analysis of
combination of the antenna, relay and user selection
(i.e., triple selection) over Nakagami fading channels.
The work derived the lower bound expression of the
triple selection for the secrecy outage probability
where two popular combining schemes (i.e., MRC and
SC) are considered. Shahriyer et al.*” studied the re-
lay selection strategy to improve secrecy performance
in dual-hop AF relaying over k — p shadow-fading
channels. They derived the analytical expressions for
various secrecy performance such as the probability
of non-zero secrecy rate, the secrecy outage proba-
bility and the secrecy rate over k — p shadow-fading
channels. The previous works®'™¥! researched the im-
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Table 1. Summary of related works

Secrecy
ps Rty outage Rayleigh
selection s
probability
relay, user, Secrecy
[29]  antenna outage Nakagami
selection probability
Rela Souta ey K Perfect CSL,
[30] Y & B No Feedback
selection ~ probability, shadow
delay
Secrecy rate
Relay Secrecy Co-channel
[31] ; outage .
selection s interference
probability
Relay, Secrecy Correlated
[32] antenna outage " ol
selection probability
Relay, Secrecy Perfect CSI,
[33]  jammer outage Rayleigh Feedback
selection ~ probability delay

pact of channel imperfection (i.e., cochannel interfer-
ence, correlation, and feedback delay) on the secrecy
performance in dual-hop AF relaying. Fan et al.*
investigated the effect of co-channel interference of
AF relaying on the secrecy performance. They eval-
uated the lower bound expression of the relay se-
lection for the secrecy outage probability where two
selection criteria using instantaneous and statistical
channel information were utilized. Fan et al.** ana-
lyzed the secrecy outage probability of the transmit
antenna selection at source node and relay selection
at relay node over correlated fading channels where
full and partial relay selection criteria were used. The
work® presented the effect of outdated CSI on the
secrecy performance of the joint relay and jammer

selection in dual-hop AF relaying.

1.1 Motivation

When the authorizer has CSI of eavesdropper, the
secrecy rate is a principle secrecy performance met-
rict!t14159%0 Even if the previous work™ investigated
the secrecy outage probability of the triple selection,
the author has no attention to study the secrecy rate
over Nakagami fading channels. For this reason, this

work presents the secrecy rate analysis of the dual-hop

triple selection over Nakagami fading channels where
MRC and SC are considered as a combining scheme.

1.2 Contributions

* The first contribution of this work is to develop
new exact closed-form expressions for the cumu-
lative distribution function (CDF) and probability
density function (PDF) of the received signal to
noise ratio (SNR) for the triple selection using
MRC and SC over Nakagami fading channels
which include the modified Bessel function. This
study also presents alternative exact analytical ex-
pressions for the CDF and PDF using fractional
and calculus mathematics which is the second
contribution. Using the alternative distribution,
this work evaluates new exact and approxi-mate
analytical expressions of the triple selection for
the secrecy rate, which is the final contribution.
Using the approximate expression, the high SNR
slope and the high SNR power offset of the se-
crecy rate are quantified for the triple selection
with MRC and SC

From the asymptotic analysis, this study shows

that the slope of the triple selection is one regard-
less of combining method. This means that the
slope is independent to the authorizer’s parame-
ters, the eavesdropper’s parameters, and the chan-
nel parameters. From the numerical results, we
find that the fading index of the channels such
as the authorizer channel and the eavesdropper
channel has no effect on the slope and the power
offset of the secrecy rate. Additionally, the pa-
rameters of the authorizer, such as the number
of antennas and nodes of relays and user nodes,
can improve the secrecy rate by reducing the
power offset. Oppositely, eavesdropper’s parame-
ters such as the number of receive antennas can
degrade the secrecy rate by increasing the high
SNR power offset.

This work is organized as follows: Section II pres-
ents overview of the triple selection in the dual-hop
AF relaying over Nakagami fading channels. Section
III and Section IV analyze the secrecy rate of the triple

selection. Section V concludes this paper.
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Table 2. Summary of parameters

Notation Definition

Fading index for source-relay link,
m;, mp, m3, m| relay-user link and
relay-eavesdropper link

m Fading index for link

Number of antennas for source node,
Na, Ng, Ng, Ng| relay node, user node and

eavesdropper
Number of relay nodes and user
R, B
nodes
M. N. D Number of transmit antennas, receive
> antennas and nodes
_ Average SNR per antenna for relay
T Y2 e node, user node and eavesdropper
v Average SNR per antenna for a node
20 P-fole summations
K0 Modified Bessel function of the
v second kind with wth order
re) Gamma function
W() Confluent hypergeometric function
w() Psi function
i Eavesdropper
Feedback
channel Relay e (1) Relay-Eavesdropper \inl; N
Ammmmmmems Pl MRC or SC
Control Y MRC o SC Y » Y
channel | LA

——————)

Transmit
” ™ antenna/
Source node Y Relay node
selection ¥/ User node (1)

Transmit
antenna
selection

N, Source-Relay link . Relay-User link MRC or SC
A m, ¥ Ny
v . / |
| Usernode
Relay node (R) selection
%4

. MRC ‘or SC

Transmit

antenna/
Relay node
selection

|
User node
selection

Feedback Selection
information information

Fig. 1. Block diagram of the proposed triple selection
II. System Overview

This work analyzes the secrecy performance of the
dual-hop triple selection AF relaying as shown in
Fig.1. The triple scheme selects relay node, user node
and transmit antenna which provides the largest re-
ceived SNR from the user and relay nodes. The triple
selection is performed at the source node using feed-
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back information from each relay and user node. In
this study, MRC and SC are considered as a combin-
ing technique used in wireless communication system
to improve signal quality. MRC combines signals
from multiple antennas, weighting each signal based
on its instantaneous channel gain to maximize the re-
ceived SNR. SC selects the signal from the antenna
with the highest SNR and uses its signal. For SC,
feedback information contains the largest SNR value
of each node and its transmit/receive antenna index.
In the case of MRC, the feedback information con-
tains the largest SNR value of each node and its trans-
mit antenna index.

Since this study considers Nakagami fading chan-
nels, the fading indices for the source-relay link, the
relay-user link and the relay-eavesdropper link are de-
noted by my, n» and ne, respectively. Further, the
average SNR at relay node, user node and eaves-
dropper are denoted by i, ¥» and ¥.. This work consid-
ers multiple antennas at each node and eavesdropper.
For this reason, single source node has N, transmit
antennas, the R relay node has Nr receive/transmit
antennas and the B user node has Nj receive antennas.
Single eavesdropper has Ng receive antennas. This
work assumes the perfect channel estimation and no
feedback delay.

When the fading index is denoted by m and the
number of received antennas is denoted by N, CDF
and PDF of the received SNR for MRC over

Nakagami fading channels are given by!%*’

7mlmel (ml_’)l
Fre(p)=1-¢"7 ¥, —, o)
=
and
Y\ymN
m my)"™ Ly
fmc(w_?'(mN_l)!e 7, 2

where ¥y denotes the average SNR per antenna.

Similarly, the distribution of the received SNR for

SC over Nakagami fading channels is given by!%*’
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ml " Z N

Fe(y) = {1 —e " 2‘, ’ } ©)
and
o (mz)m 1 ,
fsc(y) N Y efm
¥y (m—1)! 4
y”’fl (ml-l)’ N-1 ( )
X [l —e "7 4 ]
=

. Secrecy Rate Analysis

3.1 Distribution of triple selection

3.1.1 MRC

The triple scheme selects the transmit antenna and
the receive node with the maximum received SNR.
Using order statistic®™ , PDF and CDF of the received
SNR for the transmit antenna and node selection with
MRC can be derived by using Eq.(1) and Eq.(2)

Fyme(¥) = [Func(7)]™M )

and

Ssme(y) = DM[ch(Y)]DM_Ifmc(Y) (6)

where M is the number of transmit antennas at trans-
mitter side and D is the number of nodes at receiver
side.

Using binomial expansion, Eq.(1) can be rewritten
by

Y\i
_pm1 (M3)
l)pe pmy '}' ) (7)

1 p(mN—1)
pg’O l;()
By substituting Eq.(7) into Eq.(5), CDF of the re-
ceived SNR for the node and transmit antenna se-
lection with MRC can be obtained by

Y
. —as.mcMs 7
Fs,mc Z Z AS mc bg me o s,melMs 3¢

P pm L pm

®

where ds,mc = Z,]/):N% Ps.j, bsme = Z?g{ Is,j. Ypoy and
Yiou denote (DM)-fold summations given by

1 1
Y=Y X, ©
Pspm ps,=0 Ps.pom=0

ps,1(msN—=1)  ps pm(msN—1)

Z = Z Z (10)

s pm is 1 =0 is pm=0
and
(,l)ﬂsmc
DNsme = =pri 11
s,mc ],)Ml(ls;)' (11

where s = 1 for the source-relay link and s = 2 for
the relay-user link.

Similarly, PDF is given by substituting Eq.(2) and
Eq.(7) into Eq.(6)

fs mc Z Z VS mc —<

PsDM 115 pM—1

e (12)
x (m_s}y)ﬂs.mc* 1 e*(cxmﬁ‘] ) I%y
Ys
. _ vDM-1,_
where Ts,mc = ds,mc + msN and Csme = Z:j:l Ds,j,

DM-1 ;
dsme = =1 Isj. Xpow_, denote (DM—1)-fold sum-

mations given by

1

Yy = i DY (13)

Pipm-1 ps1=0  pspm-1=0

ps.(mgN=1)  pspm—1(msN—1)

L= X - X (14

I pM-—1 is,1=0 is,DM:0
and

(,I)C&mc

Vome =DM .
e M (i) N (mN — 1)1

15)

135361 ' \when instantaneous re-

Similar to the works
ceived SNRs of the source-relay link and the re-
lay-user link are denoted by y; and y,, CDF of the

received SNR for the triple selection with MRC is
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given by
- Ny
Fime(7) —P(y T S Y)
= / ” H < V)fz.mc(x)dx (16)

f2 mc( )

_/mec dx+/ Flmc

where Fimc(y) with D=R, M =Ny, N=Ng, s=1
presents CDF for transmit antenna and relay node se-
lection with MRC in source-relay link. £m.(y) with
D =B, M =Ng, N=Np, s=2 presents PDF for the
transmit antenna and user node selection with MRC
in relay-user link.

Since Eq.(8) can be rewritten by

Z As4,mc

ps.j¢all zeroIs pm

Fyme(y) =1+

an

X (ms _I )bs.mc e*ﬂs.mcms ‘%‘ ,

%

CDF of the received SNR for the triple selection is
obtained by substituting Eq.(12) and Eq.(17) into
Eq.(16)

Fme(¥) =1+ / " Fime (x"%) Frme(x)dx

=1+ Z Al mcV2 mc( 7/)bl mc( y)nz,mc

Fome N & (18)
e “+z b1 me _
X/ (7(7/ 2)) " )]
0 Z
Xe_al Ll'];l 7(7+ )8 (L'2.mc+l)%(y+z)dz
where

r- ¥ IS M

Fmc  p) ;all zeroli N, P2,UNg—1 2,UNg 1"

Using binomial expansion and integral function®”,

Eq.(3.471.9), the exact closed-form CDF expression
for the triple selection with MRC is given by

TE.mc TIF ,},
mc
Fime(=142Y 2( )Hpmc( e

F.me k=0 Ig

7[alm(_’"1+(L2mL+])_;]y] K ((XF me Y)

(20)
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where

b1 me

EF,mc = Al,chZ,mcml

ny alvmcml Ln}Q (21)
X(— M2,me [7’”}
o (cz,,mc—l— I)FZ

and Ky (+) is the modified Bessel function of the sec-
ond kind with v-th order®™, OFmc=

2 @ me(C2,me+1)mymy

e y T]F,mc blmc + Mome — 1, Tme = M2,me

— k and ’Yz = G’Y 1.
Also, PDF of the received SNR for the triple se-
lection with MRC is given by differentiating Eq.(16)

~ dFme(7)
Jime(Y) = dy

= f2,mc(7) - Fl‘mc (°°)f2Amc('y>
o0 2 xy
+/Y ()C ')/)2 fl mc( — Y)fZ.mc(x)dx

- /y (xf y)zflmc (xx_yy)fzﬁmc(x)dx

where £mc(y) with D =R, M =Nja, N=Ng, s =1 pres-

ents PDF for the transmit antenna and relay node se-

(22)

lection with MRC in source-relay link.

By substituting Eq.(12) into Eq.(22), PDF of the
received SNR for the triple selection with MRC is
given by

Fime(¥) = /y i g fzy)zfl.mc (xx_yy) Fome()dx

my

= VimeV — ) (=
fzm:c 1,mc 2mc( 7 )( Y2)
/.m x2 (ml Xy )nl_mc—]e*(¢'].mc+l)%%
Y ( VP x—y

(mz )nz me— e ((2.111L+1)”7272\;dx
o)

(23)

where

Y=L Y Y Y

fme Iy RNp—1 PLRNp -1 2 UNg—1 P2 UNR—1

Using binomial expansion and integral function®”,
Eq.(3.471.9), the exact closed-form PDF expression
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for the triple selection with MRC is obtained by

Nf,mc
- 1
f[mc 22 Z <Thmc>: ?(yl)nlmc 1
f,mc k=0 25)
Xe*[(t‘l.mﬁl)m1+(cz_mc+1)—2 Yl ( Ot me
where

(Cl.mc"‘ l)ml } %k
(CZ,mc + 1)%

and Ofmc = 2\/(61 (63; e and Neme = MNime

+ T]Z,mc-

_ myp
Ef me = Vl,chZ.mcml T me (F)le.mc {

3.1.2 sC

Similarly to above MRC, PDF and CDF of the re-
ceived SNR for the transmit antenna and node se-
lection with SC can be derived by using Eq.(3) and
Eq.(4)

Fyse(7) = [Fe(y)]°™N @7

and

fose(Y) =DMN[Fe(1)]""N " fie (7). (28)

Using binomial expansion, CDF of the received
SNR for the node and transmit antenna selection with
SC can be obtained by substituting Eq.(3) into Eq.(27)

Y
asscm
1 sec 2 2 Aq sc bg%e ST ®

Fs bMN 15 DMN

(29)

where @s,sc = ZI/):N{N Ds,j, bssc = ZI/)LV{N ls,j- LPpyy and
Yiomn denote (DMN)-fold summations given by

1

L=y ¥

Fpun  psi=0  pspmn=0 (30)

ps.i(ms—1)  pspmn(ms—1)

- Y - %

s DMN is1=0 is pMN=0

(€29

and

(_ 1 )as ,s¢
B ) &

where s = 1 for the source-relay link and s = 2 for
the relay user link.
Similarly, PDF is given by substituting Eq.(3) and

Eq.(4) into Eq.(28)

ms
fise= Y X Visl(3)
Fs pMN—1 /s DMN-1 %

(33)
X (ms TY ) Ns.se—1 e (cssct+1 )mS %

¥

DM N 1
where Ty = dise + 1y and G =Xj=1  Ps.jpdsse =

DMN-1 -
Y=t isj- Lhpwn_i and Lipyy_; denote (DMN — 1)-

fold summations given by

1 1

Y =Y X . (34)

Fpvmn—-1  ps1=0  pspmMNn-1=0

psa(ms—1)  pspMN-—1(ms—1)

Z = Z Z , (35)

I DMN-1 is,1 =0 is pMN=0
and
Vs = DMN (1)
s¢ = : 36
S,SC H]?N{N I(lg,j)'(msfl)! ( )

Since Eq.(29) can be rewritten by

y
—a. m
E 2 Asgc(mg YPsse g s

ps.j¢all zero s pvMN

Fs,sc(y) = 1+

(37

CDF of the received SNR for the triple selection with
SC is obtained by substituting Eq.(33) and Eq.(37)
into Eq.(16)

FaeD =14 [ Frae((1) el

Yibrer Y .
_1+§A§V__ = l,sc__n2..su
— l,sc 2.sc(y]) ( )

. ./om (m)bm (y+z)M2se!

<
—arse I (et )B4 5

(39%)

xe T e

1861



The Journal of Korean Institute of Communications and Information Sciences "25-12 Vol.50 No.12

where

Y= X Y Y X

Fsc  py j¢all zeroli RNsANg P2 UNRNg—12,UNgNg -1

and Fi(y) with D =R, M =N,, N=Ng, s =1 pres-
ents CDF for the transmit antenna and relay node se-
lection with SC in source-relay link. £ (y) with D
=B, M =Ng, N= Np, s =2 presents PDF for the trans-
mit antenna and user node selection with SC in re-
lay-user link.

Using binomial expansion, the exact closed-form
CDF expression for the triple selection with SC is giv-

en

ME sc .
F, sc =1+2 Z Z < 90) E"F sc bl se e
F.sc k=0 (40)

—[ar semi+(c2, \L+1) I3 l

xe y' KTSL (aF SC )
N

where

aj schy RTC

b s¢

~—4F sc = A1 scv2 sc/ 1“( )7]2 ¢ [7,”2}
o (CZ,SC + 1)?

(41

ay se(Caset)mymy

and @Fsc =2\ =5 MNEsc =bisc+M2sc— 1,
Tse = Mase — K

Using binomial expansion, the exact closed-form
PDF expression for the triple selection with SC is giv-
en by substituting Eq.(33) into Eq.(22)

fue = [ (L) et

M sc
= ZZ Z (nt sC) fsc -] (= 14 )Tlf__sC—l (42)

f,sc k=0 n '}/]

[(L15L+l)m1+L2‘°+l) ]7] KTSC ((stc%)

xe

where

Z: Z Z Z Z ' (43)

fisc II RNANg—1 PIRNANg—1 12, UNgRNg—1 P2 UNgNg —1
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—- o M2 "
Efge = VLSCVZASlemAsL(?)nz.sc

)

|:(C1.sc +1)m; } ¥
(c25¢+ 1)’%
(44)

and £(y) with D =R, M =Ny, N =N, s=1 pres-
ents PDF for transmit antenna and relay node selection
with  SC in

(crset1)(casct1)mimy
25— and nge =

source-relay  link.  Ofsc =

n 1,sc + T]Z,sc-

3.2 Distribution of eavesdropper

From the eavesdropper point of view, the triple se-
lection of authorized system is equivalent to random
selection. Thus, CDF of the received SNR for the
eavesdropper with MRC over Nakagami fading chan-
nels is given by Eq.(1)

Fe.mc(Y) =14+ Q¢ me- (45)
where

oy meNE=T (me L)t
Qe me = —e€ e e Z y’C . (46)

Using binomial expansion, Eq.(45) can be repre-

sented by

1 pe(meNg—1) ML )le
Feme(V) = Y. (ryeeremeis o)
= = ie!
pe=0 ie=0
47

Similarly, using binomial expansion, CDF of the
received SNR for eavesdropper with SC can be ob-
tained by Eq.(3)

Fese(V) = [FSC(Y)]NE
Z A be,, aemey—}é (48)

PeNE e,Np

_yvNg o po—yNE
where ae—Zj:]Pe./» be—z‘.j:ﬂeﬁj- ZPNF and ZINE

denote (NE)-fold summations given by

1

Z=i'~2~, (49)

Pc‘NE Pe,1=0 PeNg =0
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Pea(me—1)  Peng (me—1)

Z: Z Z , (50)

IC.NE ie,1=0 ic.NEZO
and
(1)
Ne= ——"—.
¢ H_I;I:E[(ie.j)! D
Further, Eq.(48) can be rewritten by
Fesc(V) = 14+ Qe s (52)
where
y
C —aeMe 3
Qese= Y, Y, Al (53

pe,j¢all zerole N
3.3 Secrecy rate

3.3.1T MRC
Similar to the works!'"*] the exact secrecy rate
of the MRC-based triple selection is obtained by

Cmc ln2/ 'y+ 1 Emc(}/)]d}’ (54)

To derive analytical expression for the secrecy rate
using Eq.(54), it is necessary to rewrite the modified

Bessel function into series form[39] as follows

o 1

Ke(ol) = L Y &(ielrt) (o) fel >0
(55)

where &(|7],7,7) is defined in the work™ and using

even function property, Eq.(10.27.3),
Y Y Y Y
K o— =K o— —2(—)K o— T=0.
o(ag) =Kalo) —2(; )Ki(az). (56)

Using Eq.(55) and Eq.(56), CDF of the received
SNR for the triple selection can be rewritten by

MEme o

Ft.mc —1+22 Z ZZ(nFmC)—'FmC
(57

F,mc k=0 r=01/=0

X A’F,mc(y)e_(CF,mc‘*'aF.mc) n

where

E(|Tmel, 1) ot e

X(%)PF,mc ‘Tle7 |T C| >0
Aeme(Y) = (58)

(¢<2 R =28 (Ln0)) ot 2

X ()PP, e =0

and CF.me = *[al.mcml + (02,m0+ 1)%], and prme =
bime + Moyme + 1

Similarly, PDF of the received SNR for the triple
selection can be also rewritten by

Nme oo
flmc ZZ Z ZZ(nfmC>~fmc
(59

f,mc k=0 r=01=0

X)%mc(Y)ff’_ Cﬂmc"’af.mc)y_};

where

& el ™

N " ( )Pt me—|Tme|—1 |Tmc| >0
Atme(Y) = 0

(g(z rl)—2&(1, rl))afmc

X = 7 (}2’ )an]c*:; Tme = 0

and Cf.mc: *[(Cl.mc + l)ml + (CZ.mc + 1)%], and peme
= Nime + Moyme + 1

By substituting Eq.(47) and Eq.(57) into Eq.(54),
the exact secrecy rate expression for the triple se-
lection with MRC over Nakagami fading channel is

given by

NMEmec o r Pe

Cine(71 %) IHZZZZZZZ

F.mc k=0 r=01=0 pe=0i.=0

( me \ie

x <nF]'(mC> Efme(—1)P tc Dt me (71, %)

(61)

where
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-t L(B
E(| il 1)t el Pme)
1

X W(ﬁ}{mcvﬁl{mm&:mch |TmC| >0

m—F,mc('J_/] ,')_/e)

(ﬁ me)
<§(27r7l) 25(1 I"l)) aFmCyPFi\c’2

‘P(Bl%mmﬁlg,mc?sﬁ ¢)s Tme =0
(62)

and ¥(-) is the confluent hypergeometric function”,

ﬁ];‘mc = PEmc — |Tmc| +ic+1, BFimc = PFmct+ ie—1,
6F,mc = (CF.mc + aF.mc)% + peme%-
When y; — oo, the asymptotic secrecy rate of the

MRC-based triple selection can be approximated by™®

Y 1 ”Qe,mc(y)
C:Zc—lnz /0 In(y) fime (V)dy+ 1 1y dy
(63)

The first integral of Eq.(63) can be evaluated by

1 B -
@ / In(Y) fime(v)dy = logaTh

Ntme

T ): XY Z <nfmc> EtmeOi.me (1)

f,mc k=0 r=0[=0

(64)

where
1
(el 1) P
r»mc)BfAmc
X [W(Bme) = 10(Stme)] s [Time| >0
(Df.mc(}_’l) -
—2 T(BEme)
X [W(ﬁfzmc) - ln(éﬁmc)] s Tme =0
(65)

and W(-) denotes the psi function in Eq.(8.369.1) of
the work?®, Bime = Prme — |Tmel, ﬁf%mc = Prme +ie — 2,

5f,mc = (Cf,mc + O‘f,mc)-
The second integral of Eq.(63) can be evaluated by

1 meNg—1 (_ )e

/ emc _ Z Y
In2 1+y m2 &l (©6)
><F(ie+l)‘1‘(ie+1,ie+l,%)-

(4
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Thus, the asymptotic secrecy rate expression of the
MRC-based triple selection is derived by

Coc logzyl

Mf,mc _ ] meNeg—l ( % ) ¢
Zif me Of —
< k > f,mc fmc(')/l) 1n2 ,-E’o ie!

><F(ie+l)‘{‘(ie+l,ie+l,%)-

(S
(67)
3.3.2 8C

Similar to MRC, the exact secrecy rate of the triple
selection with SC is obtained by

C Fesel ~F dy.

e ( 1n2/ )H-l tse(V)]dy (68)
Using Eq.(55) and Eq.(56), CDF of the received

SNR for the SC-based triple selection can be rewritten

by

F,sc k=0 r=0[=0

MEsc oo
Flsc —1+2ZZZZ<T’F§C)‘-‘FSC (69)

- i
X AFse(Y)e (Grset0trsc) 7
where

| Tsc|

g(yfschvl)anc
X(%)p}:‘sc %l |7 > 0

Apse(Y) = (79
(g(z,r,z)—zc‘;—(l,nl))aé;?

X (%)pFAsc_z-/ Tse = 0

and CFse = —[aisemi+(c2c+1)E] and prec=
bisc + Mose + 1

Using alternative expression of Bessel function,
PDF of the received SNR for the triple selection with
SC can be rewritten by

Nfsc oo
fe=2L ¥ 3 3 ()2t
f,sc k=0r=01=0 (71)

X A’fﬁsc (,y)e*(gfﬁsc‘kaf.sc) %
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where

E(|cl, D)t
i l P .SC ‘TS(.‘ 1
X?l(?’l)t s [Tl >0
Arse(Y) = 72)
(5(2 R =28(1n0)) ot
X = % (;/ )PtsL*S Toe = 0
and gf,sc =—[(c1sc+ Dmy + (c25¢ + 1)%} , and pge =
T]l,sc + T]2,sc + 1
By substituting Eq.(52) and Eq.(69) into Eq.(68),
the exact secrecy rate expression for the triple se-
lection with SC over Nakagami fading channels is giv-
en by

TE sc
Coe (71, %) Z Z
s k=0

(’”’”)

WMX

gzz

0P L.
N TN (73)

[I]

bch SC(YI :Ye)

where

1—|7 (ﬁl,,-)
&l g = e
1

X W(ﬁl‘l.s(:?BF,sC’ 5F~SC)’ |TSC| >0

‘wF.sc(J—/l 5 '}_'e) =

ﬁ sc
(g(Z,r,l)*25(17”71))05%%}’}%5

‘{l(ﬁ]gﬁswﬁlg.scv OFsc)s Tse =0
(74)

and ﬁb!,sc = PFsc — |TSC‘ +be+1, ﬁ[g,sc = PFsc +be — 1,
5F,sc = (§F,sc + aF,sc)% + aeme%-

When y; — oo,, the asymptotic secrecy rate of the
SC-based triple selection can be approximated by

Qesc
Ce = 1nz/ln Vise(M)dy+ 1n2/ 1+y
(75)

The first integral of Eq.(75) can be evaluated by

1 0o
3 / In(y) fise(v)dy = loga?
(76)

Nfsc oo

T2 Z ) Z (m sC) EtscOisc(P)

f,sc k=0r=01=0

where
l SC r B SC
E(|tel D)o ol P
(51'.<c) t.sc
X [W(ﬁf].sc) - ln(&;sc)}, |Tsc| >0
wf,sc(?l) =

(i(Z,r,l) 28(1,r, 1))%1%2&.?;;2_

X [W(ﬁtzsc) - ln(&lsc” , Tse =0

and ﬁfl,sc = Ptsc — |TSC|’ Bt%sc = Pfsc +b.—2, Srsc =
(Cﬂsc + af,sc)-

The second integral of Eq.(75) can be evaluated
by

T X ady

Pe.j¢all zerole Ny

XT(be + 1)¥(be + 1,be + l,ae%).

(<

(78)

/ C SC — L
In2 4y )/ In2

Thus, the asymptotic secrecy rate expression of the
SC-based triple selection is derived by

Cie =logoy + 122 Znicii Z Z (nm>

Fs¢ k=0 r=0/=0F, N leNg

= Me \ b, ¥ L
><wF.scAe( ')_/e) wF.sc(y 7)+1n2

e, j¢all zerole N

w Ao (2T (b + 1) (be + 1, b + l,ae%).

Ye e

)

The analytical expression of asymptotic analysis for
the secrecy rate can quantify two important factors
of high SNR slope, -Zmc, in bits/sec/Hz/(3 dB) and
high SNR power offset, ZmcL, in 3dB units'*'!. Using
the asymptotic results of Eq.(67) and Eq.(79), this
study quantifies the high SNR slope and the high SNR

power offset for the proposed triple selection as fol-
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lows:
yr:c:‘%ocozlt (80)

and

ch 2 Z Z Z (nf mc) ‘—‘fmcwf mc(Yl)
f.mc k=0 r=0/=0
1 meNg—1 (

) . . e
+i> ) (ze+1)\11(ze+1,ze+1,}_7).

im0 ie! e

)

NMEsc oo
n
Z--Yryyy x (™)
F.sc k=0 r=01=0Fe N le Ng
1
XBrsele( 5 Orse(7T) ~ 13

Pe,jall zeroIe_NE

 De( 2N by + 1)V (be + 1,be + 1,0 22).
% T

(82

From above results, we know that the high SNR
slope of the triple selection for the secrecy rate is one.
It means that the parameters of authorizer and eaves-
dropper and the fading index of Nakagami fading
channel have no impact on the high SNR slope. The
effect on the high SNR power offset is analyzed in

followed numerical results and discussion section.
IV. Numerical Results and Discussions

In this section, we analyze the secrecy rate of the
triple selection over Nakagami fading channels using
the exact analysis of Eq.(61) and Eq.(73) and the
asymptotic analysis of Eq.(67) and Eq.(79). Monte-
Carlo simulation is performed to prove the exact and
asymptotic analysis. In this work, SNR means the
average SNR at relay node 7.

Fig.2 and Fig.3 present the secrecy rate of the triple
selection with SC as a function of fading index, n2
and e over Nakagami fading channels. From Fig.2
and Fig.3, we find that the fading indices of the au-
thorized link and eavesdropper link have no impact
on the secrecy rate of the triple selection. Even if af-
fecting the SNR gain of the secrecy outage probability
as shown in the work[29] , the fading index is almost
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Fig. 2. Secrecy rate of the SC-based triple selection for m
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Fig. 3. Secrecy rate of the SC-based triple selection for m

independent to both the high SNR slope and the high
SNR power offset of the secrecy rate, which is an
interesting result.

Fig.4-5 plot the secrecy rate of the triple selection
as a function of the number of multiple antennas at
node (i.e., Ng, Ng) and eavesdropper (i.e.,Ng) over
Nakagami fading channels. From Fig. 4 and Fig. 5,
we know that the secrecy rate of the triple selection
is improved in proportion to the number of multiple
antennas at authorized nodes (relay node and user
node). This is because MRC at the authorized nodes
reduces the power offset. Fig. 4 shows that Ng =3
has a higher offset gain of 1dB compared to Ng =
2. In Fig. 5, Ng =2 has a higher offset gain of 1.5dB
compared to N = 1. The high SNR power offset gain
between Ng =2 and 3 is about 0.5dB. It can be seen

that as Np increases, the high SNR power offset gain
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Fig. 4. Secrecy rate of the MRC-based triple selection for Ny
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Fig. B. Secrecy rate of the MRC-based triple selection for Np

decreases. Fig. 6 shows that increasing the number
multiple antennas at eavesdropper results in the se-
crecy rate degradation. This is because SC at eaves-
dropper increases the power offset. The degradation
of secrecy rate is saturated as NE decreases. Fig.4-6
are commonly observed that the high SNR slope is
not affected by the number of multiple antennas at
authorized node and eavesdropper.

Fig.7 and Fig.8 present the secrecy rate of the triple
selection with MRC according to the number of relay
nodes, R and user nodes, B. Fig.7 shows that the per-
formance of the triple selection increases as the num-
ber of number of relay nodes by the relay selection.
The case of R=1 has the offset gain of 1dB compared
to R=2, while having the identical high SNR slope.
It also know that the offset gain converges to zero.

We show that the number of user nodes can improve

6NA=NR=2, Ng=1,R=1,B=2,N.=2, m =2, m,=1, m_=1, y =-5dB, z7=‘1
| Selection Combining

T T
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SNR[dB]

Fig. 6. Secrecy rate of the SC-based triple selection for Ng

, NA=NR=2, NB=1, B=2, NE=2’ m, = m2=1, me=2, '*(e=-5dB, o=1
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Fig. 7. Secrecy rate of the MRC-based triple selection for R
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Fig. 8. Secrecy rate of the MRC-based triple selection for B
the secrecy rate of the triple selection by the user node
selection from Fig.8. The case of B=3 has the offset

gain of 2dB compared to B=1 and its gain is reduced
to zero. From above results, we confirm that the user
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Fig. 9. Secrecy rate of the triple selection for combining
scheme

and relay selection improves the secrecy rate of the
triple scheme in term of the high SNR power offset.

Fig. 9 draw the secrecy rate of the triple selection
as a function of the combining scheme. From Fig.9,
MRC at the authorized node provides the offset gain
of 1dB compared to SC at the authorized node. It
means that MRC can effectively reduce the power
offset. For this reason, the triple selection with MRC
provides the better secrecy rate performance than the
triple selection with SC. From above all figures, we
show that the exact results are well matched to the
simulation results at whole SNR region. In addition,
the asymptotic results are well matched to the exact
results at high SNR region.

4.1 Discussion

The computational complexity of the proposed tri-
ple selection primarily depends on the number of re-
quired channel estimations. Specifically, the number
of channel estimations for the triple selection is
NaNgR + NgNgB. In comparison, the dual selection
without node selection requires NaANr + NgNg estima-
tions, while the dual selection without transmit anten-
na selection or without receive antenna selection re-
quires NrkR + NB and NaR + NgB estimations,
respectively. As demonstrated in numerical results, the
secrecy rate increases proportionally with the number
of channel estimations. Therefore, a trade-off exists
between the secrecy rate and the computational

complexity.
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V. Conclusions

This work investigated the secrecy performance
analysis of the triple selection over Nakagami fading
channels. This work derived the new exact analytical
expressions of the triple selection with MRC and SC
for secrecy rate. Using asymptotic results, this work
quantified the power offset and the slope for the se-
crecy rate. From numerical results, we confirmed that
the SNR slope is constant regardless of fading index
as well as the system parameters of authorizer and
eavesdropper. The number of antennas and nodes for
the authorizer improves the secrecy rate by decreasing
the high SNR power offset. On the contrary, the num-
ber of received antennas for the eavesdropper in-
creases the high SNR power offset and deteriorates
the secrecy rate.

Since imperfect channel condition can affect se-
crecy performance, we will investigate the imperfect
channel estimation and feedback delay on the secrecy
performance of the triple selection as part of our fu-
ture work.
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